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Sceni ¢ Routing for |Pv6
Abstract

Thi s docunent specifies a new routing schene for the current version
of the Internet Protocol version 6 (IPv6) in the spirit of "Green

I T", whereby packets will be routed to get as much fresh-air tinme as
possi bl e.

Status of This Meno

This docunent is not an Internet Standards Track specification; it is
publ i shed for informational purposes.

This is a contribution to the RFC Series, independently of any other
RFC stream The RFC Editor has chosen to publish this docunent at
its discretion and nakes no statement about its value for

i mpl enentation or depl oynent. Docunents approved for publication by
the RFC Editor are not a candidate for any |evel of Internet

St andard; see Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it nmay be obtai ned at
http://ww. rfc-editor.org/info/rfc7511

Copyright Notice

Copyright (c) 2015 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document.
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1. Introduction

Intines of Geen IT, a lot of effort is put into reducing the energy
consunption of routers, switches, servers, hosts, etc., to preserve
our environnment. This docunent |ooks at Green IT froma different
angl e and focuses on network packets being routed and switched around
t he worl d.

Most |ikely, no one ever thought about the millions of packets being
di sassenbled into bits every second and forced through copper wres
or being shot through dark fiber Iines by powerful |asers at
continuously increasing speeds. Although RFC 5841 [ RFC5841] provi ded
some thoughts about Packet Mbods and began to represent themas a TCP
option, this doesn't help the packets escape their torturous routine.

Thi s docunment defines another way to deal with Geen IT for traffic
and network engineers and will hopefully aid the wellbeing of a
myri ad of network packets around the world. It proposes Scenic

Routi ng, which incorporates the green-ness of a network path into the
routing decision. A routing engine inplenmenting Scenic Routing
shoul d t herefore choose paths based on Avian IP Carriers [ RFC1149]
and/ or wirel ess technol ogies so the packets will get out of the

m | es/kiloneters of dark fibers that are in the ground and get as
much fresh-air tine and sunlight as possible.

As of the wi dely known acceptance of the current version of the

Internet Protocol (I1Pv6), this document only focuses on version 6 and
i gnores conmuni cation still based on Vintage |IP [RFC791].
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1.1. Conventions and Term nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Additionally, the key words "M GHT", "COULD', "MAY WSH TO', "WOULD
PROBABLY", "SHOULD CONSI DER', and "MJST (BUT WE KNOW YOU WON' T)" in
this docunent are to interpreted as described in RFC 6919 [ RFC6919].

2. Scenic Routing
Scenic Routing can be enabled with a new option for |Pv6 datagrans.
2.1. Scenic Routing Option (SRO

The Scenic Routing Option (SRO is placed in the | Pv6 Hop-by-Hop
Options Header that nust be exanmined by every node along a packet’s
delivery path [ RFC2460].

The SRO can be included in any | Pv6 datagram but nultiple SRCs MJST
NOT be present in the sanme | Pv6 datagram The SRO has no al i gnnent
requirenent.

If the SROis set for a packet, every node en route fromthe packet
source to the packet’s final destination MJST preserve the option.

The foll owi ng Hop-by-Hop Option is proposed according to the
specification in Section 4.2 of RFC 2460 [ RFC2460].

0 1 2 3
01234567890123456789012345678901
R e o i Sl T S R SR
| Option Type | Option Length |
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| SRO Param | |
e i e i i e i S s S S ey

Figure 1: Scenic Routing Option Layout
Option Type

8-bit identifier of the type of option. The option identifier
OX0A (On Air) is proposed for Scenic Routing.
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HEX act chg rest
0A 00 0 01010 Sceni ¢ Routi ng
Figure 2: Scenic Routing Option Type
The hi ghest-order two bits are set to 00 so any node not
i mpl ementing Scenic Routing will skip over this option and
continue processing the header. The third-highest-order bit
i ndi cates that the SRO does not change en route to the packet’s
final destination.
Option Length
8-bit unsigned integer. The length of the option in octets
(excluding the Option Type and Option Length fields). The value
MUST be greater than O.
SRO Par am

8-bit identifier indicating Scenic Routing paraneters encoded as a
bit string.

L S
| SR AWAA XY
B L T S

Figure 3: SRO Param Bit String Layout

The highest-order two bits (SR) define the urgency of Scenic
Rout i ng:

00 - Scenic Routing MJUST NOT be used for this packet.
01 - Scenic Routing M GHT be used for this packet.
10 - Scenic Routing SHOULD be used for this packet.
11 - Scenic Routing MIST be used for this packet.
The following BIT (A) defines if Avian IP Carriers should be used:

O - Don't use Avian IP Carrier links (naybe the packet is
afrai d of pigeons).

1 - Avian IP Carrier links may be used.
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The following BIT (W defines if wireless |links should be used:

O - Don't use wireless links (maybe the packet is afraid of
radi ation).

1 - Wreless links may be used.
The following two bits (AA) define the affinity for link types:
00 - No affinity.

01 Avian I P Carriers SHOULD be preferred.

10 - Wreless links SHOULD be preferred.
11 - RESERVED

The | owest-order two bits (XY) are currently unused and reserved
for future use

3. Inplications
3.1. Routing Inplications

If Scenic Routing is requested for a packet, the path with the known
| ongest Avian IP Carrier and/or wireless portion MIST be used.

Backbone operators who desire to be fully conpliant with Scenic
Routing MAY WSH TO -- well, they SHOULD -- have separate MPLS paths
ready that provide the nost fresh-air time for a given path and are
to be used when Scenic Routing is requested by a packet. If such a
path exists, the path MUST be used in favor of any other path, even
i f another path is considered cheaper according to the path costs
used regularly, wthout taking Scenic Routing into account.

3.2. Inplications for Hosts

Host systens inplenenting this option of receiving packets with
Sceni ¢ Routing requested MJUST honor this request and MJST activate
Scenic Routing for any packets sent back to the originating host for
the current connection

If Scenic Routing is requested for connections of local origin, the
host MJST obey the request and route the packet(s) over a wreless
link or use Avian IP Carriers (if available and as requested within
t he SRO Par ans) .
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System adm nistrators M GHT want to configure sensible default
paraneters for Scenic Routing, when Scenic Routing has been wi dely
adopt ed by operating systenms. System adm ni strators SHOULD depl oy
Scenic Routing information where applicable.

3.3. Proxy Servers

If a host is running a proxy server or any other packet-relaying
application, an application inplenenting Scenic Routing MIST set the
same SRO Parans on the outgoi ng packet as seen on the incom ng
packet .

Devel opers SHOULD CONSI DER Sceni ¢ Routi ng when desi gni ng and
i mpl enmenti ng any network service.

4. Security Considerations

The security considerations of RFC 6214 [ RFC6214] apply for links
provided by Avian IP Carriers.

General security considerations of wreless conmunication apply for
i nks using wirel ess technol ogi es.

As the user is able to influence where flows and packets are being
routed within the network, this MGHT influence traffic-engineering
consi derati ons and network operators MAY WSH TO take this into
account before enabling Scenic Routing on their devices.

5. | ANA Consi derations

Thi s docunent defines a new | Pv6 Hop-by-Hop Option, the Scenic
Routing Option, described in Section 2.1. |If this work is
standardi zed, | ANA is requested to assign a value fromthe
"Destination Options and Hop-by-Hop Options" registry for the purpose
of Scenic Routing.

There are no | ANA actions requested at this tine.
6. Related Wrk

As Scenic Routing is heavily dependent on network paths and routing
information, it might be worth | ooking at designing extensions for
popul ar routing protocols |ike BGP or OSPF to | everage the ful
potential of Scenic Routing in |arge networks built upon |ots of
wireless links and/or Avian IP Carriers. Wen incorporating

i nformati on about |inks conpatible with Scenic Routing, the routing
al gorithnms could easily calculate the optinmal paths providing the
nost fresh-air tinme for a packet for any given destination
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This would even allow preference for wi rel ess paths goi ng al ongsi de
popul ar or culturally inportant places. This way, the packets don't
only avoid the dark fibers, but they get to see the world outside of
the Internet and are exposed to different cultures around the gl obe,
whi ch may hel p build an understanding of cultural differences and
pronot e acceptance of these differences.
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