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Abst r act

To provide Milticast VPN (MVPN) service, Provider Edge routers
ori gi nate BGP Update nessages that carry Milticast-VPN ("MCAST- VPN')
BGP routes; they al so originate unicast VPN routes that carry M/PN
specific attributes. These routes encode addresses fromthe
custoner’s address space, as well as addresses fromthe provider’'s
address space. These two address spaces are independent, and the
address fanmly (1Pv4 or IPv6) of the two spaces nay or may not be the
same. These routes always contain an "address fanmily" field that
speci fies whether the custoner addresses are |Pv4 addresses or

whet her they are | Pv6 addresses. However, there is no field that
explicitly specifies the address famly of the provider addresses.

To ensure interoperability, this docunent specifies that provider

| Pv4 addresses are always encoded in these update nessages as 4-octet
addresses, and that the distinction between |IPv4 and | Pv6 is signal ed
solely by the length of the address field. Specific cases are
explained in detail. This docunment updates RFC 6514.

Status of This Meno
This is an Internet Standards Track docunent.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the |IETF comunity. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Further information on
Internet Standards is available in Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,

and how to provide feedback on it nay be obtained at
http://ww. rfc-editor.org/info/rfc6515
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Copyright Notice

Copyright (c) 2012 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this document. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.
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1. Introduction
1.1. | Pv4 and | Pv6 Addresses in MCAST- VPN Rout es

[ MVPN- BGP] defines a new set of BGP route types that are used by
service providers (SPs) to provide Milticast Virtual Private Network
service to their custoners. These routes have a newy defined BGP
NLRI, the "MCAST-VPN' NLRI. The MCAST-VPN NLRI is carried in the
NLRI field of the MP_REACH NLRI/MP_UNREACH NLRI attributes defined in
[BGP-MP]. The SAFI field of the MP_REACH NLRI/ MP_UNREACH NLR
attribute is used to identify the NLRI as being an MCAST- VPN NLRI.
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When the SAFI field of an MP_REACH NLRI/MP_UNREACH NLRI attribute has
t he "MCAST- VPN' val ue, the AFl field has two defined values: 1 and 2.
AFl 1 indicates that any custoner nulticast addresses occurring in
the MP_REACH NLRI/MP_UNREACH NLRI attribute are |Pv4 addresses; AFl 2
i ndi cates that such addresses are | Pv6 addresses.

However, sonme of the MCAST-VPN routes al so contain addresses of

Provi der Edge (PE) routers in the SP network. An SP with an |Pv4
network may provide MVPN service for custonmers using | Pv6, and an SP
with an |1 Pv6 network may provide MVPN service for custoners that use
| Pv4d. Therefore, the address famly of the PE addresses MJST NOT be
inferred fromthe AFl field of the associated

MP_REACH_NLRI / MP_UNREACH_NLRI attri bute.

The purpose of this docunent is to nmake clear that whenever a PE
address occurs in an MCAST-VPN route (whether in the NLRI or in an
attribute), the IP address famly of that address is determ ned by
the I ength of the address (a length of 4 octets for |Pv4 addresses, a
Il ength of 16 octets for | Pv6 addresses), NOT by the AFl field of the
route.

In particular, if a SPwith an I Pv4 core network is providing
MVPN/ | Pv6 service to a custoner, the PE addresses in the MCAST- VPN
routes will be 4-octet |IPv4 routes, even though the AFl of those
routes will have the value 2.

Some previous specifications (e.g., [RFC4659] and [ RFC4798]) have
taken a different approach, requiring that in any routes containing
I Pv6 or VPN-IPv6 custoner addresses, the |Pv4 PE addresses be
represented as | Pv6-mapped | Pv4 addresses [ RFC4291]. This docunent
does not use that approach. Rather, this specification uses the
approach adopted in [ RFC4684] and [ RFC5549]. The MCAST- VPN routes
contain enough information to enable the | P address fanmily of the PE
addresses to be inferred fromthe address |engths.

[ WWPN- BGP] al so defines an attribute, the "VRF Route |nport Extended
Community", that is attached to unicast VPN-1Pv4 or VPN-|IPv6 routes.
This extended community contains a PE address, and this docunent
specifies how to encode an | Pv6 address in this attribute,

i ndependent of whether the attribute is attached to a VPN-1Pv4 route
or a VPN-1Pv6 route.

This docunent also clarifies an issue with respect to the

significance of the Address Fanmily field of an Intra-AS |-PVSI A-D
route that carries a PVMSI Tunnel Attribute.
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1.2. Specification of Requirenents
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

1.3. Acronyns Used in This Docunent

Thi s docunent uses a nunber of acronyns, nostly taken directly from
the BGP and VPN specifications.

- A-D Route: Auto-Di scovery Route [ WPN|

- AFl: Address Fanmily Identifier [BGP-M]

- AS: Autononpus System [ BGP]

- I-PMBI: Inclusive PMBI [ RFCA364]

- MVPN. Multicast Virtual Private Network [ MWPN|

- MCAST- VPN routes: BGP routes of "MCAST-VPN' Subsequent Address
Fam ly, as defined in [ WPN-BGP]. The NLRI of such routes may be
referred to as MCAST- VPN NLRI.

- MP_REACH NLRI: Miltiprotocol Reachable NLRI [ BGP- MP]

- MP_UNREACH NLRI: Multiprotocol Unreachable NLRI [ BGP- M)

- PMBI: Provider Multicast Service Interface [ MWPN

- NLRI: Network Layer Reachability Information [BGP]

- PE: Provider Edge [ RFC4364]

- S-PMBI: Selective PMBI [ RFCA364]

- SAFIl: Subsequent Address Field ldentifier [BGP-M]

- SP: Service Provider

2. PE Addresses in MCAST- VPN Routes

PE addresses occur in MCAST-VPN routes in the follow ng places:

1. "Network Address of Next Hop" field in the MP_REACH NLRI

attribute, as defined in Section 3 of [BG-MP]. This fieldis
preceded by a "length of next hop address" field. Hence, it is
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al ways cl ear whether the address is an | Pv4 address (length is 4)
or an | Pv6 address (length is 16). |If the Iength of the next hop
address is neither 4 nor 16, the MP_REACH NLRI attribute MJST be
considered to be "incorrect"”, and MJST be handl ed as specified in
Section 7 of [BGP-M].

2. "Intra-AS | -PMSI A-D route", defined in Section 4.1 of [ WPN BGP].
Al'l MCAST-VPN routes begin with a 1-octet route type field,
followed by a 1-octet "NLRI length" field. In the Intra-AS |I-PMS
A-Droute, the length is followed by an 8-octet Route
Di stingui sher (RD), which is then followed by the "Originating
Router’s I P Address" field. The length of this field (4 octets
for 1Pv4 or 16 octets for IPv6) can thus be inferred fromthe NLR
length field (which will be either 12 or 24, respectively). |If
the inferred length of the "Originating Router’s | P Address" field
is neither 4 nor 16, the MP_REACH NLRI attribute MJST be
considered to be "incorrect”, and MJST be handl ed as specified in
Section 7 of [BGP-M].

3. "S-PMSI A-D Route", defined in Section 4.3 of [ WPN-BGP]. In this
route, the "NLRI length" field is followed by an 8-octet RD, a
vari able-length "multicast source" field, a variable-length
"nmul ticast group” field, and an "Originating Router’s |IP Address”
field. The two variable-length fields have their own | ength
fields. Fromthese two length fields and the NLRI length field,
one can conpute the length of the "Originating Router’s |IP
Address" field, which again is either 4 for IPv4 or 16 for |Pv6.
If the computed length of the "Originating Router’s | P Address”
field is neither 4 nor 16, the MP_REACH NLRI attribute MJST be
considered to be "incorrect", and MJST be handl ed as specified in
Section 7 of [BGP-M].

4. "Leaf A-D Route", defined in Section 4.4 of [WPN-BGP]. In this
route, the "NLRI length" field is following by a variable-length
"route key", which is followed by the "Originating Router’s IP
Address" field. The Route Key has its own length field. Fromthe
NLRI | ength and the route key length, one can conpute the | ength
of the "Originating Router’s IP Address" field. |If the conputed
length of the "Originating Router’s I P Address" field is neither 4
nor 16, the MP_REACH NLRI attribute MJIST be considered to be
"incorrect", and MJST be handl ed as specified in Section 7 of
[ BGP- MP]

3. VRF Route Inport Extended Comunity
The "VRF Route |Inport Extended Community", specified in [ MPN-BGP]

is an attribute carried by unicast VPN-1Pv4 or VPN-IPv6 routes. It
is an "I Pv4 Address Specific Extended Comunity" of type "VRF Route
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I mport"; hence, it can only carry an |IPv4 address. To carry an | Pv6
address, an "I Pv6 Address Specific Extended Community" [RFC5701], of
type "VRF Route Inport", mnmust be used. A code point for this type of
ext ended comunity has been allocated by | ANA

4, PMSI Tunnel Attributes in |-PVMSI A-D Routes

When a PMBI Tunnel Attribute occurs in an |-PVSI A-D route originated
by a particular PE or Autononbus System Border Router (ASBR), it
identifies a tunnel that the PE/ ASBR uses by default for carrying the
multicast traffic of a particular customer MVPN. The proper encoding
and interpretation of the PMBl Tunnel attribute is affected by both
the AFl and "Network Address of Next Hop" fields.

4.1. Relationship to AFl Val ue

When the PMSI Tunnel Attribute occurs in a BGP Update nessage with a
MP_REACH NLRI attribute whose AFl is 1, the neaning is that the
identified tunnel is used by default to carry IPv4 MWPN traffic for a
particul ar custonmer MVPN. Wien the PMSI Tunnel Attribute occurs in a
BGP Update nessage with a MP_REACH NLRI attribute whose AFl is 2, the
meaning is that the identified tunnel is used by default to carry

I Pv6 MVPN traffic for a particular customer MVPN. To assign both

| Pv4 and I Pv6 MVPN traffic to an |I-PMSlI tunnel, two |-PMSI A-D routes
MUST be used -- one whose MP_REACH NLRI has an AFl of 1 and one whose
MP_REACH NLRI has an AFl of 2. To use the same tunnel for both | Pv4
and | Pv6 traffic, the same value of the PMSI Tunnel attribute can be
used in each route.

4.2. Relationship to Next Hop Address Fanily

If the "Network Address of Next Hop" field in the MP_REACH NLR
attribute contains an | Pv4 address, then any |P addresses appearing
in the "Tunnel Identifier" field of the PMSI Tunnel Attribute MJST be
| Pv4 addresses.

If the "Network Address of Next Hop" field in the MP_REACH NLR
attribute contains an | Pv6 address, then any |P addresses appearing
in the "Tunnel Identifier" field of the PMSI Tunnel Attribute MJST be
| Pv6 addresses.

If these conditions are not net, the PMSI Tunnel Attribute MJST be

handl ed as a "nmal forned" PMSI Tunnel Attribute, as specified in
Section 5 of [ MPN- BGP]
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5.

| ANA Consi derations

| ANA has assigned the code point 0x000b for "VRF Route Inport" in the
"I Pv6 Address Specific Extended Community" registry in the
"transitive communities" portion of the namespace. The references
are to this docunent and to [ MVPN- BGP] .

Security Considerations

Thi s docunent does not raise any security considerations beyond those
rai sed by [ M/PN-BGP] .
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