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Abst r act

Thi s docunment provides gui dance for the Internet Assigned Numbers
Authority (I ANA) in assigning IPv4 nulticast addresses. |t obsol etes
RFC 3171 and RFC 3138 and updates RFC 2780.

Status of This Meno
This meno docunents an |Internet Best Current Practice.

This docunent is a product of the Internet Engi neering Task Force
(IETF). It represents the consensus of the I ETF comunity. |t has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
BCPs is available in Section 2 of RFC 5741.

I nformation about the current status of this docunent, any errata,
and how to provide feedback on it nmay be obtai ned at
http://ww. rfc-editor.org/info/rfc5771

Copyright Notice

Copyright (c) 2010 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided w thout warranty as
described in the Sinplified BSD License.
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1. I nt roducti on

The Internet Assigned Nunbers Authority (1ANA) (www. iana.org) is
charged with allocating paranmeter values for fields in protocols that
have been designed, created, or are maintai ned by the Internet

Engi neering Task Force (I1ETF). RFC 2780 [RFC2780] provides the | ANA
gui dance in the assignnent of paraneters for fields in newy

devel oped protocols. This nenp expands on section 4.4.2 of RFC 2780
and attenpts to codify existing | ANA practice used in the assignnent
of I Pv4 nulticast addresses.
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This docunent is a revision of RFC 3171 [ RFC3171], which it
obsoletes. 1t also obsoletes RFC 3138 [ RFC3138] and updates
[ RFC2780] .

The ternms "Specification Required", "Expert Review', "IESG Approval",
"I ETF Review', and "Standards Action", are used in this nmeno to refer
to the processes described in [ RFC5226].

In general, due to the relatively small size of the I Pv4 nulticast
address space, further assignment of |Pv4 nulticast address space is
recommended only in limted circunstances. Specifically, the | ANA
shoul d only assign addresses in those cases where:

- the dynanic selection Session Description Protocol/Session
Announcenent Protocol (SDP/ SAP)

- G.OP (not an acronym;
- Source-Specific Miulticast (SSM; or
- Adninistratively Scoped address spaces cannot be used.

The gui delines described below are reflected in [l ANA-protocol s].
Net wor k operators should also be aware of the availability of |Pv6
mul ti cast addresses and consi der using them where feasible.

2. Terninol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in BCP 14, RFC 2119

[ RFC2119] .

The word "all ocati on" designates a bl ock of addresses managed by a
registry for the purpose of nmaking assignnents and allocations. The
word "assignment" designates a bl ock of addresses, or a single
address, registered to an end-user for use on a specific network or
set of networks.

3. Definition of Current Assignment Practice
Unli ke | Pv4 uni cast address assignnent, where bl ocks of addresses are
del egated to Regional Internet Registries (RIRs), |Pv4d nmulticast

addresses are assigned directly by the ANA. Current registration
groups appear as follows [|ANA]:
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Si ze Desi gnati on
.0.0.255 i;éh) Lbééi_kéinrk Control Bl ock
.0.1.255 (124) I nternetwork Control Bl ock
. 0. 255. 255 (65024) AD- HOC Bl ock |
1. 255. 255 (/16) RESERVED
2. 255. 255 (/16) SDP/ SAP Bl ock
4.255. 255 (2 /16s)  AD HOC Bl ock ||

255. 255. 255 (251 /16s) RESERVED

255. 255, 255 (7 /8s) RESERVED

232. 255. 255, 255 (/8) Source-Speci fic Milticast Bl ock
233. 251. 255. 255 (16515072) GLOP Bl ock

- 233. 255. 255. 255 (/14) AD- HOC Bl ock |1

238. 255. 255. 255 (5 /8s) RESERVED

239

. 255. 255. 255 (/8) Adnmini stratively Scoped Bl ock

The |1 ANA general |l y assigns addresses fromthe Local Network Control
I nternetwork Control and AD-HOC bl ocks. Assignnent guidelines for
each of these bl ocks, as well as for the Source-Specific Milticast,
GLOP, and Adninistratively Scoped bl ocks, are described bel ow.

Local

Net wor k Control Bl ock (224.0.0/24)

Addresses in the Local Network Control Block are used for protoco
control
type of use include OSPFIGP Al Routers (224.0.0.5) [RFC2328].

traffic that is not forwarded off |link. Exanples of this

Assi gnnent Cui del i nes

Pursuant to section 4.4.2 of [RFC2780], assignnments fromthe Loca
Net work Control Block follow an Expert Review, |ESG Approval, or

Standards Action process. See |IANA [I ANA] for the current set of
assi gnment s.
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5. Internetwork Control Block (224.0.1/24)

Addresses in the Internetwork Control Block are used for protoco
control traffic that MAY be forwarded through the Internet. Exanples
include 224.0.1.1 (Network Time Protocol (NTP) [RFC4330]) and
224.0.1.68 (ndhcpdi scover [RFC2730]).

5.1. Assignment Cuidelines

Pursuant to section 4.4.2 of [RFC2780], assignments fromthe
Internetwork Control Block follow an Expert Review, |ESG Approval, or
St andards Action process. See |IANA [IANA] for the current set of
assi gnnent s.

6. AD-HOC Blocks (I, I'l, and I11)

Addresses in the AD-HOC bl ocks (including 224.0.2.0 - 224.0. 255. 255,
224.3.0.0 - 224.4.255.255, and 233.252.0.0 - 233. 255. 255. 255) were
traditionally used for assignnents for those applications that don't
fit in either the Local or Internetwork Control blocks. These
addresses MAY be globally routed and are typically used by
applications that require small blocks of addressing (e.g., less than
a /24 ). Future assignments of blocks of addresses that do not fit
in the Local Network or Internetwork Control blocks will be nmade in
AD- HCC Bl ock I11.

6.1. Assignment Cuidelines

In general, the I ANA SHOULD NOT assign addresses in the AD HOC

bl ocks. However, the | ANA MAY, under special circunstances, assign
addresses fromthese blocks. Pursuant to section 4.4.2 of [RFC2780],
assignnents fromthe AD- HOC bl ocks foll ow an Expert Review, |ESG
Approval , or Standards Action process. See [IANA] for the current
set of assignments.

7. SDP/ SAP Bl ock (224.2/16)

Addresses in the SDP/ SAP Bl ock are used by applications that receive
addresses through the Session Announcenent Protocol [RFC2974] for use
via applications like the session directory tool (such as [SDR]).

7.1. Assignnent Guidelines

Si nce addresses in the SDP/ SAP Bl ock are chosen randomy fromthe
range of addresses not already in use [ RFC2974], no | ANA assi gnment
policy is required. Note that while no additional |ANA assignnent is
requi red, addresses in the SDP/ SAP Bl ock are explicitly for use by
SDP/ SAP and MUST NOT be used for other purposes.
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8.

8.

9.

9.

Source-Specific Milticast Block (232/8)

SSM [ RFC4607] is an extension of IP Multicast in which traffic is

forwarded to receivers fromonly those multicast sources for which
the receivers have explicitly expressed interest and is primarily

targeted at one-to-nany (broadcast) applications. Note that this

block was initially assigned to the Versatile Message Transaction

Protocol (VMIP) transient groups [|ANA].

1. Assignnent Cuidelines

Because the SSM nodel essentially nakes the entire nulticast address
space local to the host, no | ANA assignnent policy is required.

Not e, however, that while no additional |ANA assignnment is required,
addresses in the Source-Specific Milticast Block are explicitly for

use by SSM and MUST NOT be used for other purposes.

GLOP Bl ock (233/8)

Addresses in the GLOP Bl ock are gl obally-scoped, statically-assigned
addresses. The assignnent is nade, for a domain with a 16-bit

Aut ononpbus Syst em Number (ASN), by mappi ng a domai n’ s aut ononmous
system nunber, expressed in octets as XY, into the mddle two octets
of the G.OP Bl ock, yielding an assignnment of 233.X Y.0/24. The
mappi ng and assignnent is defined in [RFC3180]. Domains with a
32-bit ASN MAY apply for space in AD-HOC Block |11, or consider using
| Pv6 nul ticast addresses.

1. Assignnent Cuidelines

Because addresses in the GLOP Block are algorithmcally pre-assigned,
no | ANA assignnment policy is required.

2. AD-HOC Block I11

[ RFC3138] del egated to the RIRs the assignnent of the G.OP sub-bl ock
(233.252.0.0 - 233.255. 255. 255) mapped by the private Autononous
System (AS) space (64512-65534) and the | ANA reserved ASN 65535

[ RFC1930]. This space was known as Extended GLOP (EG.OP). RFC 3138
shoul d not have asked the RIRs to develop policies for the EGLOP
space because [ RFC2860] reserves that to the IETF. It is inportant
to nmake this space available for use by network operators, and it is
therefore appropriate to obsolete RFC 3138 and classify this address
range as avail able for AD-HOC assi gnment as per the guidelines in
section 6.
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10.

10.

10.

11.

11.

The first /24 in this range, 233.252.0.0/24, is assigned as "MCAST-
TEST- NET" for use in docunmentation and exanpl e code. 233.252.0.0/24
SHOULD be used in conjunction with the [ RFC2606] donai n nanes
exanpl e. com or exanpl e.net in vendor and protocol docunentation
Addresses within 233.252.0.0/24 MJUST NOT appear on the public

I nternet.

Admi ni stratively Scoped Bl ock (239/8)

Addresses in the Adnministratively Scoped Block are for |ocal use
within a domain and are described in [ RFC2365].

1. Assignnent Guidelines

Since addresses in this block are local to a domain, no | ANA
assignnent policy is required.

1.1. Relative Ofsets

The relative offsets [ RFC2365] are used to ensure that a service can
be | ocated i ndependent of the extent of the encl osing scope (see

[ RFC3180] for details). Since there are only 256 such offsets, the

I ANA should only assign a relative offset to a protocol that provides
an infrastructure supporting service. Exanples of such services

i ncl ude the Sessi on Announcenent Protocol [RFC2974]. Pursuant to
section 4.4.2 of [RFC2780], assignnments of relative offsets follow an
Expert Review, |ESG Approval, or Standards Action process. See
[IANA] for the current set of assignnents.

Application Form

Requests for nulticast address assignnents can be submitted through

the application formon the | ANA web site at [IANA-registration]. It
is inportant to submit sufficient detail to allow the | ESG designated
expert to review the application. |If the details given in the

request are not clear, or further information is needed, the | ESG
desi gnated expert may request additional infornmation before assigning
an address.

1. Size of Assignnments of |Pv4 Milticast Addresses

Cccasionally, nore than one nulticast address is required. |In these
cases, nultiple addresses are available in AD-HOC Block I1l1. Were
there is a requirenment for a very |arge nunber of addresses, the
assignnent will be staged. The additional stages will only be nade
after the conplete use of the initial assignnment(s).
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12.

12.

12.

13.

14.

A separate docunent describing the policy governing assignnent of

addresses in the AD-HCC blocks I, Il, and Il will be devel oped and
published. The format, location, and content has not yet been

deci ded and so these will be docunented in a future version of this
docunent .

Annual Revi ew

G ven the dynanmic nature of IPv4 nulticast and its associated
infrastructure, and the previously undocunented | Pv4 multicast
address assignnent guidelines, the | ANA shoul d conduct an annua
review of currently assigned addresses.

1. Address Recl amati on

During the revi ew descri bed above, addresses that were nis-assigned
shoul d, where possible, be reclainmed or reassigned.

The | ANA shoul d al so review assignnents in the AD-HOC, "DI S Transi ent
Groups", and ST Multicast Groups [ RFC1819] bl ocks and reclai mthose
addresses that are not in use on the global Internet (i.e., those
applications that can use SSM G.OP, or Administratively Scoped
addressing, or are not globally routed).

2. Positive Renewal

It is occasionally appropriate to nake tenmporary assignnents that can
be renewed as necessary. |In cases where this happens the registrant
needs to positively request an extension to the tenporary assignnent
or the addresses assigned. Wen the | ANA has not received a request
to renew the registration of a tenporary assignnent within 30 days of
the expiry of the assignment, it MJST be renoved fromthe nulticast
registry

Addresses returned to the | ANA when a tenporary assignment ends MJST
NOT be assigned to anyone other than the last registrant for at |east
one cal endar year

Use of | ANA Reserved Addresses
Applications MJST NOT use addressing in the | ANA reserved bl ocks.

| ANA Consi derations

| ANA has updated its IPv4 nulticast request and assi gnnent procedures
to reflect this docunent.
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15. Security Considerations
The assi gnnment guidelines described in this document do not alter the
security properties of either the Any Source or Source-Specific
Mul ti cast service nodels.
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