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and status of this protocol. Distribution of this neno is unlimted.
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Abstr act

This docunent is intended to acconplish two highly inter-rel ated
tasks: to establish an "initial" Internet Code Point (ICP) assignnment
for each of 1 Pv4 and | Pv6 address encoding in Network Service Access
Poi nt (NSAP) Addresses, and to recommend an | ANA assi gnnent policy
for currently unassigned ICP values. |In the first task, this
document is a partial replacenment for RFC 1888 -- particularly for
section 6 of RFC 1888. |In the second task, this docunent

i ncorporates wordi ng and specifications from|TU T Reconmendati on

X. 213 and further reconmends that | ANA use the "I ETF consensus”
assignnent policy in nmaking future |ICP assignnents.
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1. Introduction

Section 6 of RFC 1888 [1888] previously provided for assignnent of
the initial Internet Code Point (1CP) value 'O for encoding an |IPv6
address in a Network Service Access (or Attachment) Point [ NSAP]
address. RFC 1888 also defined nultiple nmeans for restricted
encodi ng of an NSAP address in an | Pv6 address.

The means RFC 1888 defined for encodi ng NSAP addresses in | Pv6
address format was heavily annotated with warnings and linmitations
that apply should this encoding be used. Possibly as a result, these
encodi ngs are not used and appear never to have been used in any |Pv6
deploynent. |In addition, section 6 contains mnor errors. As a
result of these various considerations, RFC 1888 [1888] has been
obsol eted and declared Historic by RFC 4048 [4048].

It is the belief of the authors of this docunent that the errors in
section 6 of RFC 1888 resulted -- at least in part -- because the

| TU-T specification [ X 213] that originally assigned Authority and
Format ldentifier (AFlI) '35 to | ANA was not freely publicized, nor
was it incorporated or explained using the nmechani smconmonly used in
the IETF, i.e., an RFC

It is therefore part of the purpose of this docunment to provide that
expl anat i on.

In addition, because there are other documents that refer to the |IPv6
| CP assignnent in RFC 1888, it is necessary for the errors in section
6 of RFC 1888 to be corrected, irrespective of the RFC s ultimate
status.

Finally, no previous RFC (including RFC 1888) has ever formalized an
assignnent of an IPv4 ICP. This nmay have been in part because of a
lack of formal definition of an | ANA assignment policy for | CP val ues
under the | ANA-allocated AFl (' 35").

Thi s docunent replaces section 6 of RFC 1888 in defining the ICP for
| Pv6 address encoding in an NSAP address, and it fornalizes the |ICP
assignnent for |Pv4 address encoding in an NSAP address.

1.1. Conventions
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119 [2119].
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1.2. Acronyns and Ter m nol ogy

AFI - Authority and Format ldentifier

BCD - Binary Coded Deci nal

DSP - Domain Specific Part

I ANA - Internet Assigned Numbers Authority

ICP - Internet Code Point

I DI - Initial Domain Identifier

IDP - Initial Domain Part

| ETF - Internet Engineering Task Force

ISO - International Organization for Standardization

NSAP - Network Service Access (or Attachnent) Point (often NSAPA)
NSAPA - NSAP Address; 20-Cctet Address Format

03] - Open Systems |nterconnection
RFC - Request For Comments
WP - Wirk In Progress

2. | ANA Consi derati ons

An | TU-T Recomendation [ X. 213] has all ocated two AFls designating

| ANA as the assignnent authority. One of these two AFls ('34") is
al l ocated for assignnment of NSAPA in Decimal Nuneric Format. This
docunent does not address allocation for this AFl as it is not clear
what use (if any) can be nade of this encoding format at this tine.
The other AFlI ('35) is to be used for binary encodi ng except as

not ed bel ow.

The NSAPA format consists of an Initial Domain Part (IDP) and Domain
Specific Part (DSP). The IDP, in turn, consists of an Authority and
Format ldentifier (AFl) and an Initial Domain ldentifier (ID). The
AFl is defined to be a binary octet, and the IDl is defined to be a
four decimal digit nunber encoded in two octets using Binary Coded
Decimal format. Each nibble of the IDI is used to represent a
decimal digit, using binary value 0000 through ’'1001’

In assigning allocation authority for AFl '35 to IANA, the ITUT
Recommendation [ X. 213] specifies that the two-octet ID wll be used
to hold an Internet Code Point (ICP) that, because of the decinal
encodi ng, MJST be in the decimal range from’'0 to ’'9999

The I TU-T reconmendati on assunes the assignnment of ICP '0 (zero) for
| Pv6 address encoding in a Network Service Access Point Address
(NSAPA, or often NSAP). In addition, ITU T assuned that |ANA woul d
assign an I CP for | Pv4d address encoding in an NSAPA and X 213 assuned
that the ICP value for this purpose would be "1’
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In an NSAPA, the DSP is the renmining octets after the IDP. For AFI
'35, this is 17 octets having a format as defined by | ANA or as
defined by another party and published with | ANA consent.

| ANA, as the authority responsible for AFl '35, SHOULD NOT assign an
I CP unless there is a correspondi ng defined, and published, fornmat at
the tine of the code point assignnent.

The | ANA has assigned the follow ng | CP val ues:

| CP Val ue Addr ess Encodi ng Format Definition

0 | Pv6 RFC 4548, section 3.2
1 | Pv4 RFC 4548, section 3.1

Remai ni ng deci mal values '2' through '9999° MJST be assigned on an
| ETF consensus basis [2434].

3. Initial Allocations and Uses

Thi s docunent continues the | CP assignment and fornmat definition as
previously defined in RFC 1888, and it formalizes the allocation of
ICP value '1" for IPv4 encoding and the format to be used. The
sections bel ow describe the specific IPv4 and | Pv6 address encodi ng
formats.

3.1. |Pv4 Address Encoding in an NSAPA

If it is required, for whatever reason, to enbed an | Pv4 address
i nside a 20-octet NSAP address, then the followi ng format MJST be
used. Note: alignnent is an artifact of existing NSAPA usage.

A specific possible use of this enbedding is to express an | P address
wi thin the ATM Forum address format. Another possible use would be
to all ow Connectionl ess Network Protocol (CLNP) packets that
encapsul ate 1 Pv4 packets to be routed in a CLNP network using the

| Pv4 address architecture. Several |eading octets of the |IPv4
address could be used as a CLNP routing prefix.

An NSAPA with an AFl value of '35 and an ICP value of 1" (one)
encodes a 4-octet |IPv4 address in the first 4 octets of the DSP. The
| ast 13 octets of the DSP are unspecified in this docunent. To

mai ntain conpatibility with both NSAP format and | Pv4 addressi ng,
these octets MJUST be present, but have no intrinsic significance for

| Pv4d. The default values for the unspecified octets is zero.
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0 1 2 3
01234567890123456789012345678901

B o i T e e T s i i T S TR S e S S i T S g e e
0-3 | AFl = 0x35 | | CP = 0001 | I'Pvd (octet 0)
B T e o i S I i i S S N iy St S I S S
4-7 | | Pv4 (octets 1-3) | |
i T e e S e e i e S R e S S R e e ik i o S I S S
8-11 | |
B o i T e e T s i i T S TR S e S S i T S g e e
12- 15| |
B T e o i S I i i S S N iy St S I S S
16- 19| |

R o T S T T i T S e T it S S S S

An NSAPA with the | ANA AFl code and ICP set to '1" (one) is converted
to an I Pv4 address by stripping off the first 3 and the last 13
octets. If the NSAP-addressed contents are passed to a higher |ayer
the last 13 octets SHOULD be presented to the higher |ayer as well.

I f an NSAP address using this encoding is used for routing in an | Pv4
routing architecture, only the 4-octet |Pv4 address MAY be
consi der ed.

3.2. | Pv6 Address Encodi ng in an NSAPA

If it is required, for whatever reason, to enbed an | Pv6 address
i nside a 20-octet NSAP address, then the follow ng format MJST be
used. Note: alignnment is an artifact of existing NSAPA usage.

A specific possible use of this enbedding is to express an | P address
within the ATM Forum address fornmat. Another possible use would be
to all ow CLNP packets that encapsulate | Pv6 packets to be routed in a
CLNP network using the I Pv6 address architecture. Several | eading
octets of the I Pv6 address could be used as a CLNP routing prefix.

An NSAPA with an AFl value of '35 and an ICP value of 'O (zero)
encodes a 16-octet |IPv6 address in the first 16 octets of the DSP.
The | ast octet of the DSP is a selector. To maintain conpatibility
with both NSAP format and | Pv6 addressing, this octet MJST be
present, but it has no intrinsic significance for 1Pv6. Its default
value is zero, but other values may be used as specified for any
specific application. For exanple, this octet nay be used to specify
one of 255 possible port nunbers.
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0 1 2 3
01234567890123456789012345678901

e I i i S i i S ik S I S S
0-3 | AFl = 0x35 | I CP = 0000 | IPv6 (octet 0)]
B T e o i S I i i S S N iy St S I S S
4-7 | | Pv6 (octets 1-4) |
i i S e i i it S S S S e it it SHIE SN SR S SR oS
8-11 | | Pv6 (octets 5-8) |
I I S i i i S i T i S b k. e e
12-15] | Pv6 (octets 9-12) |
B T e o i S I i i S S N iy St S I S S
16- 19| | Pv6 (octets 13-15) | |

R T S D ST i S SR S S S S i S S S S S S

An NSAPA with the | ANA AFl code and ICP set to "0 (zero) is
converted to an | Pv6 address by stripping off the first 3 octets and

the 20th octet. |If the NSAP-addressed contents are passed to a
hi gher | ayer, the last octet SHOULD be presented to the higher |ayer
as wel .

I f an NSAP address using this encoding is used for routing in an | Pv6
routing architecture, only the 16-octet |Pv6 address MAY be
consi der ed.

4. Security Considerations
The NSAP encoding of | Pv4 and | Pv6 addresses is conpatible with the

correspondi ng security mechani sms of RFC 4301 [4301], hence this
docunent introduces no new security exposure in the Internet.
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Ful I Copyright Statenent
Copyright (C) The Internet Society (2006).

This docunment is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights

Thi s docunent and the information contained herein are provided on an
"AS | S" basis and THE CONTRI BUTOR, THE ORGAN ZATI ON HE/ SHE REPRESENTS
OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS CR | MPLI ED,

I NCLUDI NG BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intellectual Property Rights or other rights that nmight be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; nor does it represent that it has
made any independent effort to identify any such rights. [Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of I PR disclosures nmade to the | ETF Secretariat and any
assurances of licenses to be nade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe | ETF on-line |IPR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Please address the information to the |ETF at
ietf-ipr@etf.org.
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