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Abstract

Thi s docunent defines context replication, a conplenent to the
context initialization procedure found in Robust Header Conpression
(ROHC), as specified in RFC 3095. Profiles defining support for
context replication may use the mechani sm described herein to
establish a new context based on another already existing context.
Context replication is introduced to reduce the overhead of the
context establishnent procedure. |t may be especially useful for the
conpression of nmultiple short-lived flows that may be occurring

si mul t aneously or near-sinultaneously, such as short-lived TCP fl ows.
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1. Introduction

There is often sonme redundancy between header fields of different
flows that pass through the same conpressor-deconpressor pair. This
means that some of the information needed to initialize the context
for deconpressing the headers of a new flow may al ready be present at
the deconpressor. It nmay be desirable to reuse this information and
remove some of the overhead normally required for the initialization
of a new header conpression context at both the conpressor and
deconpr essor.

Reduci ng the overhead of the context establishnment procedure is
particularly useful when nultiple short-lived connections (or flows)
occur simultaneously, or near-sinultaneously, between the sane
conpressor-deconpressor pair. Because each new packet stream
requires nmost of the header information to be sent during the
initialization phase before smaller conpressed headers can be used, a
mul titude of short-lived connections may significantly reduce the
overall gain from header conpression

Context replication allows sonme header fields, such as the |IP source
and/ or destination addresses (16 octets each for 1Pv6), to be omtted
within the special Initiation and Refresh (IR} packet type
specifically defined for replication. It also allows other fields,
such as source and/or destination ports, to be either onmitted or sent
in a conpressed formfromthe very first packet of the header
conpressed fl ow

Context replication is herein defined as a general ROHC nechani sm
The benefits of context replication are not limted to any particul ar
protocol and its support may be defined for any ROHC profile.

In particular, context replication is applicable to TCP conpression
because many TCP transfers are short-lived; a behavior analysis of
TCP/ 1 P header fields anmong nultiple short-lived connections may be
found in [5]. |In addition, [4] introduces considerations and
requirenents for the ROHC-TCP profile [3] to efficiently conpress
such short-lived TCP transfers.

For profiles supporting this nmechanism the conpressor perforns
context replication by reusing or creating a copy of an existing
context, i.e., a base context, to create the replicated context. The
replicated context is then updated to match the header fields of the
new fl ow. The conpressor then sends to the deconpressor a packet
that contains a reference to the selected base context, along with
some data for the fields that need to be updated when creating the
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replicated context. Finally, the deconpressor creates the replicated
context based on the reference to the base context along with the
unconpressed and conpressed data fromthe recei ved packet.

Thi s docunent specifies the context replication procedure for ROHC
profiles. It defines the general conpressor and deconpressor |ogic
used during context replication, as well as the general format of the
special IR packet required for this procedure. Profiles defining
support for context replication nust further specify the specific
format (s) of this packet.

The fundanentals of the ROHC franmework may be found in [2]. It is
assuned throughout this docunent that these are understood.

2. Terninol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [1].

Thi s docunent reuses sonme of the terminology found in [2]. In
addition, this docunment defines the follow ng terns:

Base cont ext
A base context is a context that has been validated by both the
conpressor and the deconpressor. The conpressor can use a base
context as the reference when building a new context using
replication.

Base CI D (BCI D)
The Base Context ldentifier is the CID used to identify the base
context, fromwhich information needed for context replication can
be extracted.

Context replication
Context replication is the nechanismthat initializes a new

cont ext based on anot her already existing context (a base
cont ext).
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3.

3.

3.

Context Replication for ROHC Profiles

For profiles defining its support, context replication may be used as
an alternative to the context initialization procedure found in [2].
Note that for such profiles, only the deconpressor is nmandated to
support context replication; the use of the I R-CR packet is optiona
for the conpressor.

This section describes the conpressor and deconpressor |ogic as well
as the general format of the IR packet used with context replication.

1. Robustness Consi derations

Context replication deviates fromthe initialization procedure
defined in [2] in that it is able to achieve a certain level of
conpression fromthe first packet used to initialize the context for
a new flow Therefore, it is of particular inportance that the
context replication procedure be robust. This requires that a base
context suitable for replication be used, that the integrity of the
initialization packet be guaranteed, and finally that the outcone of
the replication process be verified.

The primary mechani snms used to achi eve robustness of the context
replication procedure are the selection of the base context (based on
prior feedback fromthe deconpressor) and the use of checksuns.
Specifically, the conpressor nust obtain enough confidence that the
base context selected for replication is valid and available at the
deconpressor before initiating the replication procedure. Thus, the
nost reliable way to select the base context is to choose a context
for which at least the static part to be replicated has previously
been acknow edged by the deconpressor

In addition, the presence of a CRC covering the information that
initializes the context ensures the integrity of the IR header used
for replication. Finally, an additional CRC cal cul ated over the
original unconpressed header all ows the deconpressor to validate the
reconstructed header and the outconme of the replication process.

2. Replication of Control Fields

Control fields are fields that are either transmtted froma ROHC
conpressor to a ROHC deconpressor or inferred based on the behavior
of other fields, but are not part of the unconpressed header itself.

They can be used to control conpression and deconpressi on behavi or
in particular, the set of packet formats to be used. Control fields
are profile-specific. Exanples of such fields include the NBO and
RND flags [2], which indicate whether the IP-ID field is in Network
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Byte Order and the type of behavior of the field, respectively.
Anot her exanple is the paraneter indicating the node of operation

[2].

The IR-CR differs fromthe IR packet [2] in that its purpose is to
entirely specify what part of the base context is replicated, and to
convey the conplenentary infornation needed to create a new context.
Because of this, a profile supporting the use of the I R-CR packet
SHOULD define for each control field if the value of the field is
replicated fromthe base context to the new context, or if its value
is reinitialized

In addition, a conpressor MJUST NOT initiate context replication while
a control field that is not reinitialized by replication is being
updated, e.g., during the handshake for a node transition [2].

3.3. Conpressor States and Logic

Conpression with ROHC nornally starts in the IR state, where IR
packets nmust be sent to initialize a new context at the deconpressor

I R packets include all static and non-static fields of the origina
header in unconpressed form plus sone additional information. The
conpressor stays in the IR state until it obtains confidence that the
deconpressor has received the infornmation

Context replication provides an optional mechanismto conpl ement the
ROHC initialization procedure. It defines a packet type, the IR
packet for Context Replication (IR-CR), which can be used to
initialize a new context. Consequently, the Context Replication (CR
state is introduced to the conpressor state machine to enconpass the
additional logic required for the use of the | R-CR packet.

For profiles defining support for context replication, the conmpressor
may thus transit directly fromthe IR state to the CR state if an

al ready existing context can be selected as a base context for
replication. This effectively replaces any | R/ | R-DYN packets sent
during the context establishnment procedure with an | R-CR packet.

3.3.1. Context Replication (CR) State

The purpose of the CR state is to initialize a new context by reusing
an already existing context. In this state, the conpressor sends a
conbi nati on of unconpressed and conpressed information, along with a
reference to a base context plus sonme additional infornation.
Therefore, header information pertaining to fields that are being
replicated is not sent.
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The conpressor stays in the CR state until it is confident that the
deconpressor has received the replication information correctly.

3.3.2. State Machine with Context Replication

The conpressor always starts in the | ower conpression state (IR), and
transits to the context replication state (CR) under the constraint
that the conpressor can select a base context that is suitable for
the flow being conpressed (see also Section 3.3.3.1).

The transition fromthe CR state to a higher conpression state (e.qg.
the CO state for [3]) is based on the optimistic approach principle
or feedback received fromthe deconpressor

The figure bel ow shows the additional state for the conpressor. The
details of the state transitions and conpression logic are given in
sub-sections follow ng the figure.

BCI D sel ection Optinistic approach / ACK
+-- o - So oo So----- + +-- o - So oo So oo So oo +
| | | |
| v | v
Fomm e e o + Fomm e e o + B S +
| IR | | CR | | Hi gher
| state | | state | | order state |
[ TS + [ TS + S +

e <----- <----+

Note that context replication is a conplenment to the nornal
initialization procedure for ROHC profiles that support it.
Therefore, the conpressor transition to the CR state is an optiona
addition to the state nachi ne, and does not affect already existing
transitions between the IR state and hi gher order state(s).

3.3.3. State Transition Logic

Deci si ons about transition to and fromthe CR state are taken by the
conpressor on the basis of:

- availability of a base context

- positive feedback fromthe deconpressor (Acknow edgenents -- ACKs)
- negative feedback fromthe deconpressor (Negative ACKs -- NACKs)

- confidence | evel regarding error-free deconpression of a packet
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Context replication is designed to operate over |inks where a
feedback channel is available. This is necessary to ensure that the
i nformati on used to create a new context is synchroni zed between the
conpressor and the deconpressor. |In addition, context replication
may al so make use of feedback from deconpressor to conpressor for
transition back to the IR state and for OPTIONAL i nproved forward
transition towards a state with a higher conpression ratio.

The format that nust be used by all profiles for the feedback field
within the general ROHC format is specified in Section 5.2.2 of [2];
the feedback information is structured using two possible formats:
FEEDBACK-1 and FEEDBACK-2. In particular, FEEDBACK-2 can carry one
of three possible types of feedback information: ACK, NACK, or
STATI C- NACK

3.3.3.1. Selection of Base Context, Upward Transition

The conpressor nmay initiate a transition fromthe IR state to the CR
state when a suitable base context can be identified. To perform
this transition, the conpressor selects a context that has previously
been acknow edged by the deconpressor as the base context. The

sel ected context MJST have been acknow edged by the deconpressor
using the CRC option (see also [2], Section 5.7.6.3) in the feedback
message. The static part of the base context to be replicated MJST
have been acknowl edged by the deconpressor and the base context MJST
be valid at replication tine.

This also inplies that a conpressor is not allowed to use the context
replication nechanismif a feedback channel is not present. However,
note that the presence of the feedback channel cannot provide the
guarantee that a base context selected for replication has not been

corrupted after it has been acknow edged, or that it is still part of
the state managed by the deconpressor when the IRCR will be
recei ved.

More specifically, RFC 3095 [2] defines the context identifier (CID)
as a reference to the state infornation (i.e., the context) used for
conpressi on and deconpression. Miltiple packet streans, each having
its own context, may thus share a channel; and the ClI D space al ong
with its representation wthin packet formats may be negoti ated as
part of the channel state. However, because RFC 3095 [2] does not
explicitly define context state managenent between conpressor and
deconpressor, in particular for connection-oriented flows (e.qg.

TCP), no nore than a high degree of confidence can be achi eved when
sel ecting a base context.
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In the case where feedback is not used by the deconpressor, the
conpressor may have to periodically transit back to the IR state.
such a case, the sane logic applies for the transition back to the
hi gher order state via the CR state: a base context, previously
acknow edged and suitable for replication, nust be re-sel ected.

The criteria for whether an existing context is a suitable base

context for replication for a new flow are left to inplementations.

Whenever the sequencing information fromthe | ast acknow edgenent
received is avail able, the conpressor MAY use it to detern ne what
fields can be replicated to avoid replicating any fields that have
changed significantly fromthe state corresponding to the

acknow edged packet.

3.3.3.2. Optimstic Approach, Upward Transition

Transition to a higher order state can be carried out according to
the optimstic approach principle. This neans that the conpressor
may performan upward state transition when it is fairly confident
that the deconpressor has received enough information to correctly
deconpress packets sent according to the higher conpression state.

In

In general, there are nmany approaches where the conpressor can obtain

such information. The conpressor nmay obtain its confidence by
sendi ng several | R CR packets with the sanme information.

3.3.3.3. Optional Acknow edgenents (ACKs), Upward Transition

An ACK nmay be sent by the deconpressor to indicate that a context has

been successfully initialized during context replication

Upon reception of an ACK, the conpressor may assunme that the context

replication procedure was successful and transit fromits initia
state (e.g., IR state) to a higher conpression state.

3.3.3.4. Negative ACKs (NACKs), Downward Transition

A STATI C- NACK sent by the deconpressor may indicate that the
deconpressor could not initialize a valid context during context

replication, and that the correspondi ng context has been invali dated.

Upon reception of a STATI G- NACK, the conpressor MJST transit back to

its initial no context state. The conpressor SHOULD al so refrain
from sending | R-CR packets using the sane base context, at |east
until an acknow edgenent subsequent to the reception of the
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STATI C- NACK nakes this context suitable for replication (Section
3.3.3.1). The conpressor SHOULD re-initialize the deconpressor
context using an IR packet.

A NACK sent by the deconpressor may indicate that a valid context has
been successfully initialized but that the deconpressi on of one or
nor e subsequent packets has fail ed.

Upon reception of a NACK, the conpressor MAY assunme that the static
part of the deconpressor context is valid, but that the dynam c part
is invalid; the conpressor nmay take actions accordingly.

3.4. Deconpressor Logic
3.4.1. Replication and Context Initialization

Upon reception of an I R-CR packet, the deconpressor first determ nes
its content ([2], Section 5.2.6). The profile indicated in the IR CR
packet determines howit is to be processed. If the CRC (8-bit CRQ
fails to verify the packet, the packet MJST be di scarded.

If the profile as indicated in the I R-CR packet defines the use of
the Base CID, and if its corresponding field is present within the
packet format, this field is used to identify the base context;
otherwi se, the CIDis used.

3.4.2. Reconstruction and Verification

The deconpressor creates a new context using the information present
in the | R-CR packet together with the identified base context, and
deconpresses the origi nal header.

The CRC cal cul ated over the original unconpressed header and carried
within the profile-specific part of the IR-CR headers (7-bit CRC)
MUST be used to verify deconpression

When t he deconpression is verified and successful, the deconpressor
initializes or updates the context with the infornmation received in
the current header. The deconpressor SHOULD send an ACK when it
successfully validates the context as a result of the deconpression
of one or nmore I R-CR packets.

O herwise, if the reconstructed header fails the CRC check, changes
(either initialization or update) to the context MJST NOT be
performed. When the deconpressor fails to validate the header
actions as specified in Section 3.4.3 are taken
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3.4.3. Actions upon Failure

For profiles supporting context replication, the feedback | ogic of a
deconpressor is simlar to the logic used for context initialization
as described in [2].

Specifically, when the deconpressor fails to validate the context
followi ng the deconpression of one or nmore initial | R CR packets, it
MJUST invalidate the context and remain in its initial state. In
addition, the deconpressor SHOULD send a STATIC-NACK. |In particular,
a deconpressor inplenentation performng strict nenory managenent,
such as deleting context state informati on when a connection-oriented
flow (e.g., TCP) is known to have term nated, SHOULD send STATI C- NACK
inthis case. Oherwise, there is a risk that the conpressor wll

mai ntain a specific CID as a potential candidate for a later
replication attenpt, while actually there is insufficient state |eft
in the deconpressor for this CIDto act as a Base CID

If the context has been successfully validated fromthe deconpression
of one or nore initial IR CR packets, the deconpressor SHOULD send a
NACK when it fails to verify the context follow ng the deconpression
of one or nore subsequent |R-CR packets.

3.4.4. Feedback Logic

The deconpressor SHOULD use the CRC option (see [2], Section 5.7.6.3)
when sendi ng feedback corresponding to an IR or an | R-CR packet.

3. 5. Packet Formats

The format of the | R-CR packet has been desi gned under the foll ow ng
constraints:

a) it nust be possible to either overwite a Cl D during context
replication, or to use a different CID than the Base CID for the
replicated context;

b) it nust be possible to selectively include or exclude fromthe
packet format sonme fields that nay be replicable;

c) it nust be possible for sonme fields that nmay be replicable to be
represented within the packet format using either a conpressed or
an unconpressed form

d) it nust be possible for the deconpressor to verify the success of
the replication procedure;

e) it is anticipated that profiles, other than ROHCTCP [3], will
al so define support for context replication. Therefore it is
desirabl e that the packet format be profile independent.
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3.5.1. CRGCs in the I RCR Packet

The IR packet, as defined in [2], is used to comunicate static
and/ or dynamic parts of a context, and typically initialize the
context. For exanple, the static and dynami c chains of IR packets
may contain an unconpressed representation of the original header

The | R packet format includes an 8-bit CRC, calcul ated over the
initial part of the IR packet. This CRCis nmeant to protect any
information that initializes the context. |In particular, its
coverage always includes any CID information as well as the profile
used to interpret the renmi nder of the IR packet.

The purpose of the 8-bit CRCis to ensure the integrity of the IR
header itself. Profiles may extend the coverage of this CRCto
include the entire IR header, thus allowing the verification of the
integrity of the entire unconpressed header. However, because the
format of the IR packet is comon to all ROHC profiles and verified
as part of the initial processing of a ROHC deconpressor (see [2],
Section 5.2.6.), profiles may not redefine this CRC beyond the extent
of its coverage

RFC 3095 [2] also defines a 3-bit CRC and a 7-bit CRC for conpressed
headers, used to verify proper deconpression and validate the
context. This type of CRCis calculated over the origina
unconpressed header, as it is not sufficient to protect only the
conpressed data bei ng exchanged between conpressor and deconpressor
for the purpose of ensuring a robust reconstruction of the origina
header .

Thus, there is a clear distinction in purpose between the 8-bit CRC
found in the IR packet and the 3-bit or 7-bit CRC found in conpressed
headers. Wth context replication, where the | R CR packet may
contain both conpressed as well as unconpressed information and omit
entirely replicable fields, this distinction in no | onger present.

Profil es supporting context replication MJST define a CRC over the
ori ginal unconpressed header as part of the profile-specific
information in the IR CR packet. This is necessary to allow a
deconpressor to verify that the replication process has succeeded.
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3.5.1.1. 7-bit CRC

The 7-bit CRC in the IR CR packet is calculated over all octets of
the entire original header, before replication, in the same manner as
described in Section 5.9.2 of [2].

The initial content of the CRC register is to be preset to all 1's.
The CRC polynonial used for the 7-bit CRCin the IRCRis:

C(x) =1+ x + x"2 + x*"3 + x"6 + x"7
3.5.1.2. 8-bit CRC

The coverage of the 8-bit CRCin the IR CR packet is not profile
dependent, as opposed to the ROHC | R(-DYN) packet (see [2], Sections
5.2.3 and 5.2.4). It MJIST cover the entire packet, excluding the
payl oad. In particular, this includes the CID or any add-ClI D octet
as well as the Base CID field, if present. For profiles that define
the usage of the Base CID within the packet format of the IR CR as
optional, this CRC MIST al so cover the information used to indicate
the presence of this field within the packet.

The initial content of the CRC register is to be preset to all 1's.
The CRC polynonial used for the 8-bit CRCin the IR CRis:

C(x) =1+ x + x"2 + x"8
3.5.2. General Format of the | R CR Packet

The context replication nechanismrequires a dedicated IR packet
format that uniquely identifies the | R-CR packet. This packet

communi cates the static and the dynamic parts of the replicated
context. It may also communicate a reference to a base context.

Wth consideration to the extensibility of the IR packet type defined
in [2], support for replication can be added using the profile-
specific part of the IR packet. Note that there is one bit, (x),

left in the IR header for "Profile specific information". The
definition of this bit is profile specific. Thus, profiles
supporting context replication MAY use this bit as a flag indicating
whet her the packet is an IR packet or an I R-CR packet. Note al so
that profiles nmay define an alternative nethod to identify the IR-CR
packet within the profile-specific information, instead of using this
bit.

The I R-CR header associates a CIDwith a profile, and initializes the

context using the context replication nechanism It is not
recomended to use this packet to repair a damaged context.
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The IR-CR has the follow ng general fornmat:

0 1 2 3 4 5 6 7

: Add- CI D oct et :if for small CDs and (CID != 0)
B T o SR S S

| 1 1 1 1 1 1 0 X | IR type octet

B T T S i S S

) 0-2 octets of CD ) 1-2 octets if for large ClDs
:r---+---+---+---+---+---+---+---:+

| Profile | 1 octet

I LTk Il SIS e SRS

| CRC | 1 octet

S S S

/| Profile-specific information [/ variable length

I I
/ Payl oad / variable length

X: Profile-specific information. Interpreted according to
the profile indicated in the Profile field.

Profile: The profile to be associated with the CID. In the IR CR
packet, the profile identifier is abbreviated to the 8
| east significant bits (LSBs). It selects the highest-
number profile in the channel state paraneter PROFILES
that matches the 8 LSBs given (see also [2]).

CRC: 8-bit CRC conputed using the polynom al of Section
3.5.1.2.

Profile-specific information: The contents of this part of the
| R-CR packet are defined by the individual profiles.
This information is interpreted according to the profile
indicated in the Profile field. It MJST include a 7-bit
CRC over the original unconpressed header using the
pol ynom al of Section 3.5.1.1. It also includes the
static and dynam c subheader information used for
replication; thus, which header fields are replicated
and their respective encodi ng net hods are outside the
scope of this document.
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Payl oad: The payl oad of the corresponding original packet, if
any.

3.5.3. Properties of the Base Context ldentifier (BClID)

The Base CID within the packet format of the | R-CR nmay be assigned a
different value than the context identifier associated with the new
flow (i.e., BCID!= CID); otherw se, the base context is overwitten
with the new context by the replication process.

When the channel uses small CIDs, a four-bit field within the packet
format of the IRCR minimally represents the BID with a value fromO0
to 15. In particular, the four bits of Add-CID used with snmall ClDs
[2] are not needed for the BCID, as this information is already
provided by the CID of the IR CR packet itself. Wen large CIDs are
used, the BCID is represented in the IRRCRwith one or two octets,
and it is coded in the sane way as a large CID [2].

4. Security Considerations

Thi s docunent adds an alternative nechanismfor ROHC profiles to

i ncrease the conpression efficiency when initializing a new context,
by reusing information already existing at the deconpressor. This is
achi eved by introducing new state transition |ogic, new feedback

I ogic, and a new packet type -- all based on |ogic and packet fornats
al ready defined in RFC 3095 [2].

In this respect, this docunent is not believed to bring any
addi ti onal weakness to potential attacks to those already listed in
[2]. However, it does increase the potential inpacts of these
attacks by creating dependenci es between nultiple contexts.
Specifically, corruption of one context can fail conpressor attenpts
toinitialize another context at the deconpressor, or to propagate to
anot her context, if the conpressor uses a corrupted context as a base
for replication.

5.  Acknow edgenents
The aut hor would like to thank Richard Price, Kristofer Sandl und,
Fredri k Lindstroem Zhigang Liu, and HongBin Liao for val uabl e input,

as well as Mark West and Lars-Eri k Jonsson who al so served as
conmitted working group docunent reviewers

Pel I eti er St andards Track [ Page 15]



RFC 4164 Context Replication for ROHC Profiles August 2005

6. References
6.1. Normative References

[1] Bradner, S., "Key words for use in RFCs to |Indicate Requirenent
Level s", BCP 14, RFC 2119, March 1997.

[2] Bormann, C., Burneister, C., Degermark, M, Fukushim, H.,
Hannu, H., Jonsson, L-E., Hakenberg, R, Koren, T., Le, K., Liu,
Z., Martensson, A, Myazaki, A, Svanbro, K, Webke, T.,
Yoshimura, T., and H. Zheng, "RObust Header Conpression (ROHC):
Framewor k and four profiles: RTP, UDP, ESP, and unconpressed",
RFC 3095, July 2001.

6.2. Informative References
[3] Pelletier, G, Jonsson, L-E, Sandlund, K., and M Wst, "RCbust
Header Conpression (ROHC): A Profile for TCP/IP (ROHC TCP)",
Work in Progress, July 2005.

[4] Jonsson, L-E., "RCObust Header Conpression (ROHC): Requirenents
on TCP/ | P Header Conpression", RFC 4163, August 2005.

[B] West, M and S. McCann, "TCP/IP Field Behavior", Wrk in
Progress, Cctober 2004.

[6] Finking, R and G Pelletier, "Formal Notation for Robust Header
Conmpression (ROHCG-FN)", Wrk in Progress, June 2005.

Pel I eti er St andards Track [ Page 16]



RFC 4164 Context Replication for ROHC Profiles August 2005

Appendi x A: General Format of the IR CR Packet (Infornative)
A. 1. General Structure (Informative)

This section provides an exanple of the format of the profile-
specific information within the general fornmat of the IR CR

0 1 2 3 4 5 6 7
om e e e e — -+

/

replication base information / variable |ength

g S S SRS

/

replication information / variable |length

Replication base information: The contents of this part of the IR CR
packet are defined by the individual profiles. This information
is interpreted according to the profile indicated in the Profile
field. It MJST include a 7-bit CRC over the original unconpressed
header using the polynom al of Section 3.4.1.1. See Appendix A 2.

Replication information: The contents of this part of the IR CR
packet are also defined by the individual profiles. This part
contains the static and dynani c subheader information used for
replication. Howthis information is structured is profile
specific; profiles may define the contents of this field using a
chain structure (static and dynamic replication chains) or by
defining header formats for replication (e.g., ROHCTCP [3]).

A.2. Profile-Specific Replication Information (Informative)

This section provides a nore detail ed exanple of the possible format
of the replication information field described in Appendix A 1:

B T T S i S S

| B CRC7 | 1 octet

B T S S S T =

| | present if B =1,

/ Base CI D / 1 octet if for small ClDs, or

| | 1-2 octets if for large ClDs
B T T S i S S
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B: B =1 indicates that the Base CID field is present.

CRC7: The CRC over the original, unconpressed, header. This 7-bit
CRC is conputed according to Section 3.4.1.1.

Base CID: The CID identifying the base context used for replication
Appendi x B: Inter-Profile Context Replication (Informative)

Context replication as defined in this docunent does not explicitly
support the concept of context replication between profiles.
However, it m ght be of interest when devel opi ng new conpression
profiles.

Inter-profile context replication would require that the deconpressor
have access to data structures fromthe base context, which bel ongs
to a profile different than the profile using replication. This

i nformati on woul d have to be nade available in a format consistent
with the data structures and encodi ng net hod(s) in use for all header
fields that are being replicated.

B.1. Defining Support for Inter-Profile Context Replication

A ROHC profile describes how to conpress a specific protocol stack
and includes one or nore sets of packet formats. The packet fornats
will typically conpress the protocol headers relative to a context of
field values from previous headers in a flow. This context may al so
contain some control data. Thus, the packet formats specify a
mappi ng between the unconpressed and conpressed version of a protoco
field.

This mapping is achieved through the use of one or nore encoding

nmet hods, which are sinply functions applied to conpress or deconpress
a field. An encoding nethod is in turn defined using a nane, a set
of function paraneters, and a formal expression (i.e., using the
ROHC-FN [6]) or a textual description (i.e., ala RFC 3095 [2]) of
its behaviour.

To conpress one or nore fields of a specific protocol stack
different profiles may define their packet formats using different
encodi ng net hods, or using a variant of a simlar technique. A
typical exanple of the latter is |list conpression, such as used for

| P extension headers. This inplies that context entries for a field
bel onging to a specific protocol stack may differ in their content,
representation, and structure fromone profile to another

Pel I eti er St andards Track [ Page 18]



RFC 4164 Context Replication for ROHC Profiles August 2005

As a consequence of the above, a profile that supports context
replication can only use a base context from another profile
explicitly supporting the concept of a base context. That is,

exi sting profiles not supporting this concept nust be updated first
to ensure that they can export the necessary context data entries
that use a neani ngful representation during replication

Specifically, inter-profile context replication would require that
deconpressor inplenentations (including existing ones) of other
profil es be updated when addi ng support for a profile that uses
context replication. Therefore, inter-profile context replication
cannot be seen as an inplenentation-specific issue.

The conpressor must know i f the deconpressor supports inter-profile
context replication before initiating the procedure. The conpressor
must al so know whi ch contexts (belonging to which profile) may be
used as a base context. Therefore, a conpressor cannot initiate
context replication using a base context belonging to a different
profile, unless that profile explicitly provides the proper mappi ng
for its context entries or that profile is defined formally using
ROHC-FN [6] in a manner that nakes both profiles conpatible. The set
of profiles negotiated for the channel (see also RFC 3095 [2]) can
then be used to determine if a context for a specific profile can be
used as a base context.

B.2. Conpatibility between Different Profiles (Informative)

Conmpatibility between profiles, when replicating a field for a
particul ar protocol stack, can be expressed as follow a field that
is conpressed by different profiles is conpatible for inter-profile
replication if it is defined in the set of packet formats using the
same mappi ng function between its unconpressed and conpressed
ver si on.

For exanple, the I P Destination Address field which, based on the
packet formats and conpression strategies defined in RFC 3095 [2], is
inmplicitly conpressed using an encodi ng nethod equivalent to the
static() method defined in ROHC-FN [ 6] .

In particular, for profiles that define their packet formats using a
formal notation such as ROHC-FN [6], two different encodi ng net hods
may not have the sane nane. Thus, a field froma protocol stack is
said to be conpatible for replication between two different profiles
if it has an equivalent definition within respective packet formats.
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