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Abstract
Thi s docunent defines Robust Header Conpression (ROHC) profiles for
conpression of Real -Tine Transport Protocol, User Datagram Protocol -
Lite, and Internet Protocol (RTP/UDP-Lite/lP) packets and UDP-
Lite/IP. These profiles are defined based on their differences with
the profiles for UDP as specified in RFC 3095.
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1. Introduction

The ROHC WG has devel oped a header conpression franework on top of
whi ch various profiles can be defined for different protocol sets or
conpression strategies. Due to the denands of the cellular industry
for an efficient way to transport voice over |IP over wreless, ROHC
[2] has mainly focused on conpression of | P/ UDP/RTP headers, which
are generous in size, especially conpared to the payl oads often
carried by packets with these headers.

ROHC RTP has becone a very efficient, robust, and capabl e conpression
schene, able to conpress the headers down to a total size of one
octet only. Also, transparency is guaranteed to an extrenely high
extent, even when residual bit errors are present in conpressed
headers delivered to the deconpressor

UDP-Lite [4] is a transport protocol simlar to the UDP protocol [7].
UDP-Lite is useful for applications designed with the capability to
tolerate errors in the payload, for which receiving damaged data is
better than dealing with the | oss of entire packets. This may be
particularly suitable when packets are transported over |ink
technol ogi es in which data can be partially danmaged, such as wirel ess
I'inks.
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3.

3.

Al t hough these transport protocols are very simlar, ROHC profiles
must be defined separately for robust conpression of UDP-Lite headers
because UDP-Lite does not share the same protocol identifier with
UDP. Also, the UDP-Lite Checksum Coverage field does not share the
semantics of the corresponding UDP Length field, and as a consequence
it cannot always be inferred anynore.

Thi s docunent defines two ROHC profiles for efficient conpression of
UDP-Lite headers. The objective of this docunent is to provide
sinmple nodifications to the correspondi ng ROHC profiles for UDP,
specified in RFC 3095 [2]. In addition, the ROHC profiles for UDP-
Lite support sone of the nechanisnms defined in the profile for
conpression of |IP headers [3] (ROHC IP-Only). This specification

i ncl udes support for conpression of nultiple |IP headers and for
conpressing IP-1D fields with constant behavior, as well as inproved
nmode transition |logic and a feedback option for deconpressors wth
limted menory resources.

Ter m nol ogy
In this docunent, the key words "MJST", "MJST NOT", "REQU RED',

"SHALL", "SHALL NOr", "SHOULD, "SHOULD NOT", "RECOMMENDED', " NAY",
and "OPTIONAL" are to be interpreted as described in RFC 2119 [1].

ROHC RTP . RTP/UDP/ I P profile 0x0001 defined in RFC 3095 [2].
ROHC UDP : UDP/IP profile 0x0002 defined in RFC 3095 [2].
ROHC UDP-Lite : UDP-Lite/lP profile defined in this docunent.

ROHC RTP/ UDP-Lite: RTP/UDP-Lite/lP profile defined in this docunent.
Backgr ound
1. Overview of the UDP-Lite Protocol

UDP-Lite is a transport protocol defined as an independent variant of
the UDP transport protocol. UDP-Lite is very simlar to UDP, and it
all ows applications that can tolerate errors in the payload to use a
checksumwi th an optional partial coverage. This is particularly
useful with IPv6 [6], in which the use of the transport-Iayer
checksumis mandatory.

UDP-Lite replaces the Length field of the UDP header with a Checksum
Coverage field. This field indicates the nunber of octets covered by
the 16-bit checksum which is applied on a per-packet basis. The
coverage area always includes the UDP-Lite header and nay cover the
entire packet, in which case UDP-Lite becones semantically identical
to UDP. UDP-Lite and UDP do not share the sane protocol identifier.
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The UDP-Lite header format:

0 15 16 31
Fomm e o - Fomm e o - Fomm e o - Fomm e o - +
| Sour ce | Desti nation
| Por t | Por t |
E R E R E R E R +
| Checksum | |
| Cover age | Checksum |
Fomm e o - Fomm e o - Fomm e o - Fomm e o - +
| |

Payl oad
USSR .

Li ke the UDP checksum the UDP-Lite checksumis an end-to-end
mechani sm agai nst erroneous delivery of error sensitive data. This
checksumis nandatory with IPv6 [5] for both protocols. However,
unlike its UDP counterpart, the UDP-Lite checksum may not be
transmitted as all zeroes and cannot be disabled for IPv4 [5]. For
UDP, if the checksumis disabled (1Pv4 only), the Checksumfield

mai ntains a constant value and is normally not sent by the header
conpression schene. |If the UDP checksumis enabl ed (mandatory for

| Pv6), such an unpredictable field cannot be conpressed and is sent
unconpressed. The UDP Length field, however, is always redundant and
can be provided by the IP nodule. Header conpression schenes do not
normally transmit any bits of information for this field, as its
value can be inferred fromthe link |ayer.

For UDP-Lite, the checksum al so has unpredictable values, and this
field nust always be included as-is in the conpressed header for both
I Pv4 and | Pv6. Furthernore, as the UDP Length field is redefined as
t he Checksum Coverage field by UDP-Lite, this |leads to different
properties for this field froma header-conpressi on perspective.

The followi ng summari zes the rel ationship between UDP and UDP-Lite:

- UDP-Lite and UDP have different protocol identifiers.

- The UDP-Lite checksum cannot be disabled for |Pv4.

- UDP-Lite redefines the UDP Length field as the Checksum Coverage
field, with different senmantics.

- UDP-Lite is semantically equivalent to UDP when the Checksum
Coverage field indicates the total |ength of the packet.

The next section provides a nore detail ed di scussion of the behavior

of the Checksum Coverage field of UDP-Lite in relation to header
conpr essi on.
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3.2. Expected Behaviours of UDP-Lite Flows
3.2.1. Per-Packet Behavior

As nentioned in the previous section, the checksum coverage value is
appl i ed i ndependently of other packets that may belong to the sane
flow Specifically, the value of the checksum coverage nay indicate
that the UDP-Lite packet is either entirely covered by the checksum
or covered up to sone boundary | ess than the packet size but

i ncluding the UDP-Lite header.

3.2.2. Inter-Packet Behavi or

In relation to each other, UDP-Lite packets may exhibit one of three
possi bl e change patterns, where within a sequence of packets the
val ue of the Checksum Coverage field is

1. changing, while covering the entire packet;
2. unchangi ng, covering up to a fixed boundary w thin the packet; or
3. changing, but it does not follow any specific pattern

The first pattern above corresponds to the senmantics of UDP, when the
UDP checksumis enabled. For this case, the checksum coverage field
varies according to the packet length and may be inferred fromthe IP
header, as is the UDP Length field val ue.

The second pattern corresponds to the case where the coverage is the
same from one packet to another within a particul ar sequence. For
this case, the Checksum Coverage field may be a static val ue defined
in the context, and it does not have to be sent in the conpressed
header. For the third case, no useful change pattern can be
identified frompacket to packet for the value of the checksum
coverage field, and it nust be included in the conpressed header

3.2.3. Per - Fl ow behavi or

It can be expected that any one of the above change patterns for
sequences of packets may be predom nant at any tinme during the
lifetime of the UDP-Lite flow A flow that predoninantly follows the
first two change patterns descri bed above nay provide opportunities
for conpressing the Checksum Coverage field for nost of the packets.

3.3. Header Field Cassification
In relation to the header field classification of RFC 3095 [2], the

first two patterns represent the case where the value of the Checksum
Coverage field behavior is fixed and may be either I NFERRED (pattern
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4,

4.

4.

1) or STATIC (pattern 2). Pattern 3 is for the case where the val ue
varies unpredictably, the field is CHANG NG and the val ue nust be
sent along with every packet.

Additional information regarding the analysis of the behavior of the
UDP-Lite fields nay be found in Appendi x A

Rati onal e behind the Design of ROHC Profiles for UDP-Lite
1. Design Mtivations

Sinmplicity is a strong notivation for the design of the UDP-Lite
header conpression profiles. The profiles defined for UDP-Lite
should entail only a few sinple nodifications to the correspondi ng
profiles defined for UDP in RFC 3095 [2]. |In addition, it is
desirable to include some of the inprovenents found in the ROHC | P-
Only profile [3]. Finally, whenever UDP-Lite is used in a manner
that is semantically identical to UDP, the conpression efficiency
shoul d be simlar.

2. ROHC Consi derations

The sinpl est approach to the definition of ROHC profiles for UDP-Lite
is to treat the Checksum Coverage field as an irregular value, and to
send it unconpressed for every packet. This may be achi eved sinply
by adding the field to the definition of the general packet fornat
[2]. However, then the conpression efficiency would al ways be |ess
than for UDP

Sonme care should be given to achieve conpression efficiency for UDP-
Lite similar to that for UDP when t he Checksum Coverage field behaves
like the UDP Length field. This requires the possibility to infer

t he Checksum Coverage field when it is equal to the length of the
packet. Oherwi se, this would put the UDP-Lite protocol at a

di sadvant age over |inks where header conpression is used, when its
behavior is made sinmlar to the semantics of UDP

A mechanismto detect the presence of the Checksum Coverage field in

conpressed headers is thus needed. This is achieved by defining a

new packet type with the identifiers left unused in RFC 3095 [2].
ROHC Profiles for UDP-Lite

This section defines two ROHC profiles:

- RTP/UDP-Lite/lP conpression (profile 0x0007)
- UDP-Lite/lP conpression (profile 0x0008)

Pel I eti er St andards Track [ Page 6]



RFC 4019 ROHC: Profiles for UDP-Lite April 2005

These profiles build on the specifications found in RFC 3095 [2],
with as little nodification as possible. Unless it is explicitly
stated otherwi se, the profiles defined herein follow the

speci fications of ROHC UDP and ROHC RTP, respectively.

Note al so that this docunent reuses the notation found in [2].
5.1. Context Paraneters

As described in [2], information about previous packets is naintained
in a context. This includes information describing the packet stream
and conpression paraneters. Although the UDP and UDP-Lite protocols
share many commonalities, the differences in semantics as descri bed
earlier render the follow ng paraneter inapplicable:

The paraneter context(UDP Checksum

The UDP-Lite checksum cannot be di sabl ed, as opposed to UDP. The
par anet er context (UDP Checksum) defined in [2] (section 5.7) is
therefore not used for conpression of UDP-Lite.

In addition, the UDP-Lite checksumis always sent as-is in every
conpressed packet. However, the Checksum Coverage field may not

al ways be sent in each conpressed packet, and the follow ng context
paraneter is used to indicate whether the field is sent:

The paraneter context(UDP-Lite Coverage Field Present)

Whet her the UDP-Lite Checksum Coverage field is present or not in
the general packet format (see section 5.3.1) is controlled by the
val ue of the Coverage Field Present (CFP) flag in the context.

If context (CFP) is nonzero, the Checksum Coverage field is not
compressed, and it is present within conpressed packets. |If
context (CFP) is zero, the Checksum Coverage field is conpressed,
and it is not sent. This is the case when the value of the
Checksum Coverage field follows a stable inter-packet change
pattern; the field has either a constant value or it has a val ue
equal to the packet length for nost packets in a sequence (see
section 3.2).

Finally, the followi ng context paraneter is needed to indicate

whet her the field should be inferred or taken froma val ue previously
saved in the context:
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The paraneter context(UDP-Lite Coverage Field I nferred)

When the UDP-Lite Checksum Coverage field is not present in the
conpressed header (CFP=0), whether it is inferred is controlled by
the value of the Coverage Field Inferred (CFl) flag in the context.

If context(CFl) is nonzero, the Checksum Coverage field is inferred
fromthe packet length, sinmlarly as for the UDP Length field in
ROHC RTP. If context(CFl) is zero, the Checksum Coverage field is
deconpressed by using context (UDP-Lite Checksum Cover age) .

Theref ore, when context(CFl) is updated to a nonzero val ue, the

val ue of the Checksum Coverage field stored in the context nust

al so be updat ed.

5.2. Initialization

Unless it is stated otherw se, the nmechani sms of ROHC RTP and ROHC
UDP found in [2] are used also for the ROHC RTP/ UDP-Lite and the ROHC
UDP-Lite profiles, respectively.

In particular, the considerations of ROHC UDP regardi ng the UDP SN
taking the role of the RTP Sequence Number apply to ROHC UDP-Lite.

Al so, the static context for ROHC UDP-Lite may be initialized by
reusi ng an existing context belonging to a stream conpressed by using
ROHC RTP/ UDP-Lite (profile 0x0007), sinmlarly as for ROHC UDP.

5.2.1. Initialization of the UDP-Lite Header [1]

The structure of the IR and | R-DYN packets and the initialization
procedures are the sanme as for the ROHC profiles for UDP [2], with
the exception of the dynamic part as specified for UDP. A 2-octet
field containing the checksum coverage is added before the Checksum
field. This affects the format of dynanic chains in both IR and IR
DYN packets.

Dynami c part:

g S S S S

/ Checksum Cover age / 2 octets
B T S S S T =
/ Checksum / 2 octets

B LT, oI S S S
CRC- DYNAM C. Checksum Coverage field, Checksumfield (octets 5 - 8).

CRC- STATIC:. All other fields (octets 1 - 4).
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5.2.2. Conpressor and Deconpressor Logic

5.

5.

The followi ng |ogic nust be used by both the conpressor and the
deconpressor for assigning values to the paraneters context(CFP) and
context(CFl) during initialization:

Cont ext ( CFP)

During context initialization, the value of context(CFP) MJST be
set to a nonzero value if the Checksum Coverage field differs from
the length of the UDP-Lite packet, for any one IR or | R DYN packet
sent (conpressor) or received (deconpressor); otherw se, the val ue
MJUST be set to zero

Cont ext (CFl)

During context initialization, the value of context(CFl) MJIST be
set to a nonzero value if the Checksum Coverage field is equal to
the length of the UDP-Lite packet within an IR or an | R-DYN packet
sent (conpressor) or received (deconpressor); otherw se, the val ue
MJUST be set to zero

3. Packet Formats

The general packet format, as defined in RFC 3095 [2], is nodified to
include an additional field for the UDP-Lite checksum coverage. A
packet type is also defined to handl e the specific semantics and
characteristics of this field.

3.1. Ceneral Packet For mat

The general packet format of a conpressed ROHC UDP-Lite header is
simlar to the conpressed ROHC RTP header ([2], section 5.7), wth
nmodi fications to the Checksumfield, as well as additional fields for
handling multiple I P headers and for the UDP-Lite checksum coverage
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: Li st of . variable, given by static chain
/ dynani ¢ chai ns /  (does not include SN)
for additional |P headers : see also [3], section 3.2.
2 octets,

+ UDP- Li t e Checksum Cover age + if context(CFP) = 1 or
: . if packet type = CCE (see 5.3.2)

; UDP- Li t e Checksum ; 2 octets

The list of dynam c header chains carries the dynam ¢ header part for
each I P header in excess of the initial twd, if there is any (as

i ndi cated by the presence of correspondi ng header parts in the static
chain). Note that there is no sequence nunber at the end of the
chain, as SN is present within conpressed base headers.

The order of the fields followi ng the optional extension of the
general ROHC packet format is the same as the order between the
fields in the unconpressed header.

When the CRC is cal culated, the Checksum Coverage field is CRC
DYNAM C

5.3.2. Packet Type CCE: CCE(), CCE(ON), and CCE(OFF)

The ROHC profiles for UDP-Lite define a packet type to handle the
vari ous possi ble change patterns of the checksum coverage. This
packet type may be used to mani pul ate the context values that contro
the presence of the Checksum Coverage field within the general packet
format (i.e., context(CFP)) and how the field is deconpressed (i.e.
context(CFl)). The 2-octet Checksum Coverage field is al ways present
within the format of this packet (see section 5.3.1).

This type of packet is naned Checksum Coverage Extension, or CCE, and
its updating properties depend on the final two bits of the packet
type octet (see format below). A nanming schene of the form
CCE(<sone_property>) is used to uniquely identify the properties of a
particul ar CCE packet.

Al t hough this packet type defines its own fornmat, it nay be

consi dered as an extension mechani smfor packets of type 2, 1, or O
[2]. This is achieved by substitution of the packet type identifier
of the first octet of the base header (the "outer” identifier) with
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one of the unused packet types from RFC 3095 [2]. The substituted
identifier is then noved to the first octet of the remai nder of the
base header (the "inner" identifier).

The format of the ROHC UDP-Lite CCE packet type is as follows:

0 1 2 3 4 5 6 7
T g
| 1 1 1 1 1 0 F| K| OQuter packet type identifier
===t ===t === === === ===t ===t ===+
: : (wWith inner type identifier)
/ I nner Base header [/ variable nunber of bits, given by
: . the inner packet type identifier
T g
F, K 00 is reserved at framework | evel (IR DYN);
01 indicates CCE();
10 i ndi cates CCE(ON);
11 i ndi cates CCE(COFF).

mmmm
AARAARX

Updating properties: The updating properties of the inner packet
type carried within any of the CCE packets are al ways
mai nt ai ned. CCE(ON) and CCE(OFF) MJST NOT be used to extend
R-0 and R-1* headers. |In addition, CCE(ON) al ways updates
cont ext (CFP); CCE(OFF) al ways updates context (CFP)
context (CFl), and context(UDP-Lite Checksum Coverage).

Appendi x B provi des an expanded view of the resulting format of the
CCE packet type.

5.3.2.1. Properties of CCE()

Aside fromthe updating properties of the inner packet type carried
within CCE(), this packet does not update any other context val ues.

CCE() thus is node-agnostic; e.g., it can extend any of packet types
2, 1, and 0, regardless of the current node of operation [2].

CCE() may be used when the checksum coverage deviates fromthe change
pattern assuned by the conpressor, where the field could previously
be conpressed. This packet is useful if the occurrence of such
deviations is rare.

5.3.2.2. Properties of CCE(ON)
In addition to the updating properties of the inner packet type,

CCE(ON) updates context(CFP) to a nonzero value; i.e., it effectively
turns on the presence of the Checksum Coverage field within the
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general packet format. This is useful when the predom nant change
pattern of the checksum coverage precludes its conpression

CCE(ON) can extend any of the context-updating packets of type 2, 1
and 0; that is, packets with a conpressed header containing a CRC
[2]. Specifically, R0 and R-1* headers MJUST NOT be extended by
usi ng CCE(ON).

5.3.2.3. Properties of CCE(OFF)

In addition to the updating properties of the inner packet type,
CCE( OFF) updates context(CFP) to a value of zero; i.e., it
effectively turns off the presence of the Checksum Coverage field
within the general packet format. This is useful when the change
pattern of the checksum coverage sel dom deviates fromthe pattern
assuned by the conpressor.

CCE(OFF) al so updates context(CFl) to a nonzero value, if field(UDP-
Lite Checksum Coverage) is equal to the packet |ength; otherwi se, it
nmust be set to zero. Note that when context(CFl) is updated by using
packet type CCE(OFF), a match of field(Checksum Coverage) with the
packet |ength always has precedence over a match with

cont ext (Checksum Coverage). Finally, context(UDP-Lite Checksum
Coverage) is al so updated by CCE(OFF).

Simlarly to CCE(ON), CCE(OFF) can extend any of the context updating
packets of type 2, 1, and 0 [2].

5.4. Conpressor Logic

I f hdr (UDP-Lite Checksum Coverage) is different fromcontext(UDP-Lite
Checksum Coverage) and different fromthe packet |ength when
context (CFP) is zero, the Checksum Coverage field cannot be
compressed. In addition, if hdr(UDP-Lite Checksum Coverage) is
different fromthe packet |ength when context(CFP) is zero and
context (CFl) is nonzero, the Checksum Coverage field cannot be
conpressed by either. For both cases, the field nust be sent
unconpressed using a CCE packet, or the context nust be reinitialized
by using an IR packet.

5.5. Deconpressor Logic

For packet types other than IR | R-DYN, and CCE that are received
when the val ue of context(CFP) is zero, the Checksum Coverage field
nmust be deconpressed by using the value stored in the context if the
val ue of context(CFl) is zero; otherwise, the field is inferred from
the I ength of the UDP-Lite packet derived fromthe |IP nodul e.
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5.6. Additional Mde Transition Logic

The profiles defined in this docunent allow the conpressor to decline
a node transition requested by the deconpressor. This is achieved by
redefining the Mbde paranmeter for the value node = 0 (in packet types
UOR-2, IR and IR-DYN as follows (see also [3], section 3.4):

Mode: Conpression node. 0 = (C)ancel Mde Transition

Upon receiving the Mode paraneter set to 0, the deconpressor MJST
stay in its current node of operation and SHOULD refrain from sendi ng
further node transition requests for the declined node.

5.7. The CONTEXT_MEMORY Feedback Option

Thi s feedback option infornms the conpressor that the deconpressor
does not have sufficient nenory resources to handle the context of
the packet streamrequired by the current conpressed structure.

0 1 2 3 4 5 6 7
om e e e e — -+

| Opt Type =9 | Opt Len =0 |

e

When recei ving a CONTEXT_MEMORY option, the conpressor SHOULD take
actions to conpress the packet streamin a way that requiring |ess
deconpressor menory resources or stop conpressing the packet stream

5. 8. Constant | P-1D

The profiles for UDP-Lite support conpression of the IP-IDfield with
constant behavior, with the addition of the Static IP Identifier
(SID) flag within the dynanic part of the chain used to initialize
the 1 Pv4 header, as follows (see also [3], section 3.3):

Dynami c part:

B T T S i S S
| Type of Service |
B T T T DU I S
| Time to Live |
B T o SR S S

/ Identification / 2 octets
B T T S i S S
| DF| RND| NBQ SI D] 0 |

g S S

/ Ceneric extension header list / wvariable length
B T o SR S S
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SID: Static |P Identifier.
For IR and | R-DYN packets:

The logic is the sane as that for the respective ROHC
profiles for UDP, with the addition that field (SID)
nmust be kept in the context.

For conpressed headers other than IR and | R-DYN:

If value(RND) = 0 and context(SID) = 0, hdr(IP-ID) is
conpressed by using Ofset |IP-1D encoding (see [2], section
4.5.5) using p = 0 and defaul t-slope(IP-1D offset) = 0.

If value(RND) = 0 and context(SID) = 1, hdr(IP-ID) is constant
and conpressed away; hdr(IP-1D) is the value of context(IP-1D).

If value(RND) = 1, IP-IDis the unconpressed hdr(IP-ID). IP-1D
is then passed as additional octets at the end of the
conpressed header, after any extensions.

Note: Only IR and | R-DYN packets can update context (Sl D).

Note: All other fields are the sane as for the respective ROHC
profiles for UDP [2].

6. Security Considerations

The security considerations of RFC 3095 [2] apply integrally to this
docunent, w thout nodification.

7. | ANA Consi derations

ROHC profile identifiers 0x0007 (ROHC RTP/ UDP-Lite) and 0x0008 (ROHC
UDP-Lite) have been reserved by the I ANA for the profiles defined in
this docunent (RFC 4019).

Two ROHC profile identifiers nust be reserved by the | ANA for the
profiles defined in this docunent. Since profile nunber 0x0006 is
bei ng saved for the TCP/IP (ROHC-TCP) profile, profile nunbers 0x0007
and 0x0008 are the nost suitable unused identifiers available, and
shoul d thus be used. As for previous ROHC profiles, profile nunbers
0xnn07 and 0xnn08 nust al so be reserved for future variants of these
profiles. The registration suggested for the "RObust Header
Conpression (ROHC) Profile Identifiers" name space:
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QLD 0x0006- Oxnn7F To be Assigned by | ANA

NEW 0xnn06 To be Assigned by | ANA
0x0007 ROHC RTP/ UDP-Lite [ RFC4019]
0xnn07 Reserved
0x0008 ROHC UDP-Lite [ RFC4019]
0xnn08 Reserved
0x0009- Oxnn7F To be Assigned by | ANA
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Appendi x A. Detailed Cassification of Header Fields

This section sumari zes the difference fromthe classification found
in the correspondi ng appendi x in RFC 3095 [2] and sinilarly provides
concl usi ons about how the various header fields should be handl ed by
t he header conpression schene to optim ze conpression and
functionality. These conclusions are separated based on the behavior
of the UDP-Lite Checksum Coverage field and use the expected change
patterns described in section 3.2 of this docunent.

A.1. UDP-Lite Header Fields
The followi ng tabl e sunmari zes a possible classification for the UDP-
Lite header fields in conparison with the classification for UDP
using the same classes as in RFC 3095 [2].

Header fields of UDP-Lite and UDP

oo - +
| UDP-Li te | UDP |

oo oo - e oo +

| Header | Size | d ass | d ass |

| Field | (bits) | | |

e e e a - Fom e oo - e e e a - S +

| Source Port | 16 | STATI C- DEF | STATI C- DEF

| Destination Port | 16 | STATI C- DEF | STATI C- DEF

| Checksum Coverage | 16 | | NFERRED |

| | | STATI C | |

| | | CHANG NG | |

| Length | 16 | | | NFERRED

| Checksum | 16 | CHANG NG | CHANG NG |

e oo e oo +

Source and Destination Port

Sanme as for UDP. Specifically, these fields are part of the
definition of a stream and nust thus be constant for all packets in
the stream The fields are therefore classified as STATI C DEF.

Checksum Cover age

This field specifies which part of the UDP-Lite datagramis covered
by the checksum It may have a value of zero or be equal to the
datagramlength if the checksum covers the entire datagram or it
may have any val ue between eight octets and the I ength of the
datagramto specify the nunmber of octets protected by the checksum
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calculated fromthe first octet of the UDP-Lite header. The val ue
of this field may vary for each packet, and this makes the val ue
unpredi ctabl e from a header-conpressi on perspective.

Checksum

The information used for the calculation of the UDP-Lite checksum
is governed by the value of the checksum coverage and minimally

i ncludes the UDP-Lite header. The checksumis a changing field
that rmust al ways be sent as-is.

The total size of the fields in each class, for each expected change
pattern (see section 3.2), is sumuarized in the tables bel ow

Pattern 1:
Fomm e e e o - Fom e e e e e oo oo +
| d ass | Size (octets) |
B S S +
| INFERRED | 2 | Checksum Coverage
| STATI C DEF | 4 | Source Port / Destination Port
| CHANG NG | 2 | Checksum
Fomm e e e o - Fom e e e e e oo oo +
Pattern 2:
R R +
| d ass | Size (octets) |
TR S +
| STATI C DEF | 4 | Source Port / Destination Port
| STATIC | 2 | Checksum Cover age
| CHANG NG | 2 | Checksum
R R +
Pattern 3:
Fomm e e e o - Fom e e e e e oo oo +
| d ass | Size (octets) |
B S S +
| STATI C DEF | 4 | Source Port / Destination Port
| CHANG NG | 4 | Checksum Coverage / Checksum
TR S +
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The following table revisits the corresponding table (table A 1) for
UDP from[2] (section A .2) and classifies the changing fields based

on the change patterns previously identified in section 3.2.

Header conpression strategies for UDP-Lite:

[ T [ TS S B T T g +
| Field | Pattern | Value/Delta | d ass Know edge |
+ + + +

| | #1 | Val ue | CHANG NG | NFERRED |
| Checksum|--------- e T S +
| Coverage | #2 | Val ue | RC UNKNOAN |
| [--------- B - e L L ey +
| | #3 | Val ue | 1RREGULAR | UNKNOMN |
S f S Fom e e e e e o oo B +
| Checksum | All | Val ue | TRREGULAR | UNKNOWN |
Fomm e - Fomm e e o S B LT gy +

A 2.1. Transmit initially but be prepared to update

UDP-Lite Checksum Coverage (Patterns #1 and #2)

A 2. 2.

UDP- Li t e Checksum

Transnit as-is in all

packet s

UDP-Lite Checksum Coverage (Pattern #3)
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Appendi x B. Detailed Format of the CCE Packet Type

Thi s section provides an expanded view of the format of the CCE
packet, based on the general ROHC RTP conpressed header [2] and the
general format of a conpressed header of the ROHC IP-Only profile
[3]. The nodifications necessary to carry the base header of a
packet of type 2, 1 or 0 [2] within the CCE packet format, along with
the additional fields to properly handl e conpression of nultiple IP
headers, result in the followi ng structure for the CCE packet type:

0 1 2 3 4 5 6 7

: Add- Cl D oct et . If for small CIDs and CID 1 - 15
B T T S i S S

| 1 1 1 1 1 0 F| K| Quter packet type identifier
B T S S S T =

) 0, 1, or 2 octets of CID ) 1- 2 octets if large ClDs

g S S S S

| First octet of base header | (with "inner" type indication)
B T T T DU I S
/ Remai nder of base header /| Variabl e nunber of bits

e
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0 1 2 3 4 5 6 7

) Ext ensi on / See RFC 3095 [2], section 5.7.

+ | P-1D of outer |Pv4 header + See RFC 3095 [2], section 5.7.

/ AH data for outer I|ist /  See RFC 3095 [2], section 5.7.

+ GRE checksum + See RFC 3095 [2], section 5.7.

+ IP-1D of inner |Pv4 header + See RFC 3095 [2], section 5.7.

/ AH data for inner I|ist /|  See RFC 3095 [2], section 5.7.
+ GRE checksum + See RFC 3095 [2], section 5.7.
: Li st of : Variable, given by static chain
/ dynani ¢ chai ns /" (includes no SN).

for additional |IP headers : See [3], section 3.2.

+ UDP- Li t e Checksum Cover age + 2 octets
.+---+---+---+---+---+---+---+---.+
+ UDP- Li te Checksum + 2 octets
:|----+---+---+---+---+---+---+---:i-

F, K 00 is reserved at framework | evel (IR DYN);

01 indicates CCE();
10 i ndi cates CCE(ON);
11 i ndi cates CCE(COFF).

mmmm
AXRXNARXR
[ T

Note that this docunment does not define (F,K) = 00, as this would
collide with the | R-DYN packet type already reserved at the ROHC
framework | evel.
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OR |'S SPONSCORED BY (I F ANY), THE | NTERNET SCCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS CR | MPLI ED,
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