Net wor k Wor ki ng Group D. Awduche

Request for Comments: 3210 Movaz Networ ks
Cat egory: | nformational A.  Hannan
Rout i ngl oop

X. Xiao

Photuri s

Decenmber 2001

Applicability Statenent for Extensions to RSVP for LSP-Tunnels
Status of this Menp

This meno provides information for the Internet conmunity. It does
not specify an Internet standard of any kind. Distribution of this
menmo is unlinted.

Copyright Notice
Copyright (C) The Internet Society (2001). Al Rights Reserved.
Abstr act

This meno discusses the applicability of "Extensions to RSVP
(Resource ReSerVation Protocol) for LSP Tunnels". 1t highlights the
protocol’s principles of operation and describes the network context
for which it was designed. Cuidelines for deploynent are offered and
known protocol limtations are indicated. This docunent is intended
to acconpany the subnission of "Extensions to RSVP for LSP Tunnel s"
onto the Internet standards track

1.0 I ntroduction

Service providers and users have indicated that there is a great need
for traffic engineering capabilities in IP networks. These traffic
engi neering capabilities can be based on Miltiprotocol Labe

Swi tching (MPLS) and can be inplenented on | abel switching routers
(LSRs) fromdifferent vendors that interoperate using a comon
signaling and | abel distribution protocol. A description of the
requirenents for traffic engineering in MPLS based | P networks can be
found in [2]. There is, therefore, a requirenent for an open, non-
proprietary, standards based signaling and | abel distribution
protocol for the MPLS traffic engineering application that will allow
| abel switching routers fromdifferent vendors to interoperate.

The "Extensions to RSVP for LSP tunnels" (RSVP-TE) specification [1]

was devel oped by the | ETF MPLS working group to address this
requirenent. RSVP-TE is a conposition of several related proposals
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submitted to the | ETF MPLS working group. It contains all the
necessary objects, packet formats, and procedures required to
establish and nmaintain explicit |abel sw tched paths (LSPs).

Explicit LSPs are foundational to the traffic engineering application
in MPLS based I P networks. Besides the traffic engineering
application, the RSVP-TE specification nay have other uses within the
I nternet.

This neno describes the applicability of the RSVP-TE specifications
[1]. The protocol’s principles of operation are highlighted, the
network context for which it was devel oped is described, guidelines
for deploynent are offered, and known protocol linitations are

i ndi cat ed.

This applicability statement concerns only the use of RSVP to set up
uni cast LSP-tunnels. It is noted that not all of the features
described in RFC2205 [3] are required to support the instantiation
and nai ntenance of LSP-tunnels. Aspects related to the support of
other features and capabilities of RSVP by an inpl enentation that

al so supports LSP-tunnels are beyond the scope of this docunent.
However, support of such additional features and capabilities should
not introduce new security vulnerabilities in environments that only
use RSVP to set up LSP-tunnels.

This applicability statenent does not preclude the use of other
signaling and | abel distribution protocols for the traffic

engi neering application in MPLS based networks. Service providers
are free to depl oy whatever signaling protocol that neets their
needs.

In particular, CRLDP [6] and RSVP-TE [1] are two signaling protocols
that performsimlar functions in MPLS networks. There is currently
no consensus on which protocol is technically superior. Therefore,
networ k admi ni strators should make a choi ce between the two based
upon their needs and particul ar situation

2.0 Technical Overview of Extensions to RSVP for LSP Tunnel s

The RSVP-TE specification extends the original RSVP protocol by
giving it new capabilities that support the follow ng functions in an
MPLS donmmi n:

(1) downstream on-denmand | abel distribution

(2) instantiation of explicit |abel sw tched paths

(3) allocation of network resources (e.g., bandwidth) to
explicit LSPs

(4) rerouting of established LSP-tunnels in a smooth fashion
usi ng the concept of nake- before-break
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(5) tracking of the actual route traversed by an LSP-tunne
(6) diagnostics on LSP-tunnels

(7) the concept of nodal abstraction

(8) preenption options that are admi nistratively controllable

The RSVP-TE specification introduces several new RSVP objects

i ncludi ng the LABEL- REQUEST obj ect, the RECORD- ROUTE obj ect, the
LABEL object, the EXPLICI T- ROUTE obj ect, and new SESSI ON obj ect s.

New error nessages are defined to provide notification of exception
conditions. Al of the new objects defined in RSVP-TE are optiona
with respect to the RSVP protocol, except the LABEL- REQUEST and LABEL
obj ects, which are both mandatory for the establishnent of LSP-

t unnel s.

Two fundanental aspects distinguish the RSVP-TE specification [1]
fromthe original RSVP protocol [3].

The first distinguishing aspect is the fact that the RSVP-TE
specification [1] is intended for use by |abel switching routers (as
well as hosts) to establish and maintain LSP-tunnels and to reserve
network resources for such LSP-tunnels. The original RSVP
specification [3], on the other hand, was intended for use by hosts
to request and reserve network resources for micro-flows.

The second di stinguishing aspect is the fact that the RSVP-TE
specification generalizes the concept of "RSVP flow. " The RSVP-TE
specification essentially allows an RSVP session to consist of an
arbitrary aggregation of traffic (based on |ocal policies) between
the originating node of an LSP-tunnel and the egress node of the

tunnel. To be definite, in the original RSVP protocol [3], a session
was defined as a data flow with a particular destination and
transport layer protocol. |In the RSVP-TE specification, however, a

session is inplicitly defined as the set of packets that are assigned
the sane MPLS | abel value at the originating node of an LSP-tunnel
The assignnment of |abels to packets can be based on various criteria,
and nay even enconpass all packets (or subsets thereof) between the
endpoi nts of the LSP-tunnel. Because traffic is aggregated, the
number of LSP-tunnels (hence the nunber of RSVP sessions) does not

i ncrease proportionally with the nunber of flows in the network.
Therefore, the RSVP-TE specification [1l] addresses a nmjor scaling
issue with the original RSVP protocol [3], nanely the | arge anount of
systemresources that would otherw se be required to nmanage
reservations and maintain state for potentially thousands or even
mllions of RSVP sessions at the micro-flow granularity.

The reader is referred to [1] for a technical description of the
RSVP- TE prot ocol specification.
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3.0 Applicability of Extensions to RSVP for LSP Tunnels

Use of RSVP-TE is appropriate in contexts where it is useful to
establish and maintain explicit |abel switched paths in an MPLS
network. LSP-tunnels may be instantiated for neasurenent purposes
and/ or for routing control purposes. They nay also be instantiated
for other administrative reasons.

For the neasurenment application, an LSP-tunnel can be used to capture
various path statistics between its endpoints. This can be
acconpl i shed by associating various performance nanagenent and fault
managenent functions with an LSP-tunnel, such as packet and byte
counters. For exanple, an LSP-tunnel can be instantiated, with or

wi t hout bandwi dth allocation, solely for the purpose of nmonitoring
traffic flow statistics between two | abel switching routers.

For the routing control application, LSP-tunnels can be used to
forward subsets of traffic through paths that are independent of
routes conputed by conventional Interior Gateway Protocol (IGP)
Shortest Path First (SPF) algorithns. This feature introduces
significant flexibility into the routing function and allows policies
to be inplenented that can result in the perfornmance optim zation of
operational networks. For exanple, using LSP-tunnels, traffic can be
routed away from congested network resources onto relatively
underutilized ones. More generally, |oad bal ancing policies can be
actualized that increase the effective capacity of the network.

To further enhance the control application, RSVP-TE nmay be augmented
with an ancillary constraint-based routing entity. This entity may
conpute explicit routes based on certain traffic attributes, while
taki ng network constraints into account. Additionally, 1GP link
state advertisenents nmay be extended to propagate new topol ogy state
information. This information can be used by the constraint-based
routing entity to conpute feasible routes. Furthernore, the | GP
routing algorithmmy itself be enhanced to take pre-established
LSP-tunnels into consideration while building the routing table. Al
t hese augnentations are useful, but not nandatory. |In fact, the
RSVP- TE specification may be deployed in certain contexts w thout any
of these additional conponents.

The capability to nonitor point to point traffic statistics between
two routers and the capability to control the forwarding paths of
subsets of traffic through a given network topol ogy together nake the
RSVP- TE specifications applicable and useful for traffic engineering
wi thin service provider networks.

These capabilities al so nake the RSVP-TE applicable, in sone
contexts, as a conponent of an MPLS based VPN provisioning framework.
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It is significant that the MPLS architecture [4] states clearly that
no single label distribution protocol is assumed for the MPLS
technol ogy. Therefore, as noted in the introduction, this
applicability statenment does not (and should not be construed to)
prevent a label switching router frominplenenting other signaling
and | abel distribution protocols that also support establishnment of
explicit LSPs and traffic engineering in MPLS networks.

4.0 Depl oynment and Policy Considerations

When depl oyi ng RSVP-TE, there should be well defined adm nistrative
policies governing the selection of nodes that will serve as

endpoi nts for LSP-tunnels. Furthernore, when devising a virtua
topol ogy for LSP-tunnels, special consideration should be given to
the tradeoff between the operational conplexity associated with a

| arge number of LSP-tunnels and the control granularity that |arge
nunbers of LSP-tunnels allow Stated otherw se, a |arge nunber of
LSP-tunnels all ows greater control over the distribution of traffic
across the network, but increases network operational conplexity. In
| arge networks, it nmay be advisable to start with a sinple LSP-tunne
virtual topology and then introduce additional conplexity based on
observed or anticipated traffic flow patterns.

Adm nistrative policies may al so guide the anount of bandw dth to be
all ocated (if any) to each LSP-tunnel. Policies of this type nay
take into consideration enmpirical traffic statistics derived fromthe
operational network in addition to other factors.

5.0 Limtations

The RSVP-TE specification supports only unicast LSP-tunnels.
Mul ticast LSP-tunnels are not supported.

The RSVP-TE specification supports only unidirectional LSP-tunnels.
Bi di rectional LSP-tunnels are not supported.

The soft state nature of RSVP renmins a source of concern because of
the need to generate refresh nessages periodically to nmaintain the
state of established LSP-tunnels. This issue is addressed in severa
proposal s that have been subnmitted to the RSVP working group (see

e.g. [5]).
6. 0 Concl usion
The applicability of the "Extensions to RSVP for LSP Tunnel s"

speci fication has been di scussed in this docunent. The specification
i ntroduced several enhancenments to the RSVP protocol, which make it

Awduche, et. al. I nf or mat i onal [ Page 5]



RFC 3210 Applicability Statenent for Extensions Decenber 2001

applicable in contexts in which the original RSVP protocol would have
been inappropriate. One context in which the RSVP-TE specification
is particularly applicable is in traffic engineering in MPLS based IP
net wor ks.

7.0 Security Considerations

Thi s docunent does not introduce new security issues. The RSVP-TE
speci ficati on adds new opaque objects to RSVP. Therefore, the
security considerations pertaining to the original RSVP protoco
remain relevant. When deployed in service provider networks, it is
mandatory to ensure that only authorized entities are pernmitted to
initiate establishment of LSP-tunnels.
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11.0 Full Copyright Statenent
Copyright (C) The Internet Society (2001). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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