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Status of This Meno

This RFC is a slightly annotated |list of the 100 RFCs from RFC 2900
through RFCs 2999. This is a status report on these RFCs. This neno

provides information for the Internet community. |t does not specify
an Internet standard of any kind. Distribution of this neno is
unlimted.
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Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs may change during the
standards processing, we note here only that they are on the
standards track. Please see the latest edition of "Internet Oficia
Protocol Standards" for the current state and status of these RFCs.
In the following, RFCs on the standards track are narked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title

2999 G noza Aug 2001 Request for Conmments Sumary
Thi s meno.

2998 Ber net Nov 2000 A Framework for Integrated

Services Operation over
Di ffserv Networks

Thi s docunent describes a franework by which Integrated Services may be

supported over Diffserv networks. This nmeno provides information for
the Internet comunity.
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2997 Ber net Nov 2000 Speci fication of the Nul
Service Type

The Null Service allows applications to identify thenmsel ves to network
Quality of Service (QS) policy agents, using RSVP signaling. However,
it does not require themto specify resource requirenents. QS policy
agents in the network respond by applying QS policies appropriate for
the application (as deternmined by the network administrator). This node
of RSVP usage is particularly applicable to networks that conbine
differentiated service (diffserv) QS nechanisns with RSVP signaling.

In this environment, QoS policy agents may direct the signaled
application’s traffic to a particular diffserv class of service.

[ STANDARDS TRACK]

2996 Ber net Nov 2000 Format of the RSVP DCLASS
hj ect

This docunent specifies the format of the DCLASS object and briefly
di scusses its use. [STANDARDS TRACK]

2995 Lu Nov 2000 Pre-SPIRI TS | npl enent ati ons of
PSTN-initiated Services

Thi s docunent describes four existing inplenentations of SPIRITS-1ike
servi ces from Korea Tel ecom Lucent Technol ogi es, NEC, and Telia in
cooperation with Nortel Networks. SPIRITS-1ike services are those
originating in the Public Switched Tel ephone Network (PSTN) and
necessitating the interactions of the Internet and PSTN. This neno
provides information for the Internet comunity.

2994 Oht a Nov 2000 A Description of the MSTY1
Encryption Al gorithm

Thi s docunent describes a secret-key cryptosystem M STY1, which is bl ock
cipher with a 128-bit key, a 64-bit block and a variabl e nunber of
rounds. It docunents the algorithmdescription including key scheduling
part and data random zing part. This neno provides information for the
Internet conmunity.
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2993 Hai n Nov 2000 Architectural Inplications of
NAT

Thi s docunent di scusses sonme of the architectural inplications and
gui delines for inplenmentations of Network Address Translation (NAT).
This meno provides information for the Internet community.

2992 Hopps Nov 2000 Anal ysi s of an Equal - Cost
Mul ti-Path Al gorithm

Equal -cost nulti-path (ECMP) is a routing technique for routing packets
along nultiple paths of equal cost. The forwarding engine identifies
pat hs by next-hop. Wen forwarding a packet the router nust decide

whi ch next-hop (path) to use. This docunent gives an anal ysis of one
met hod for meking that decision. The analysis includes the performance
of the algorithm and the disruption caused by changes to the set of
next-hops. This nmeno provides information for the Internet community.

2991 Thal er Nov 2000 Mul tipath Issues in Unicast
and Mul ticast Next-Hop
Sel ection

The effect of nultipath routing on a forwarder is that the forwarder
potentially has several next-hops for any given destination and nmust use
some net hod to choose whi ch next-hop should be used for a given data
packet. This meno summari zes current practices, problenms, and
solutions. This neno provides information for the Internet conmunity.

2990 Hust on Nov 2000 Next Steps for the IP QS
Architecture

Thi s docunment highlights the outstanding architectural issues relating
to the depl oynent and use of QoS nechani sns within internet networks,
noting those areas where further standards work may assist with the
depl oynent of QoS internets. This docunent is the outcone of a

col I aborative exercise on the part of the Internet Architecture Board.
This meno provides information for the Internet community.

2989 Aboba Nov 2000 Criteria for Eval uating AAA
Protocols for Network Access
Thi s docunent represents a sunmmary of Authentication, Authorization

Accounting (AAA) protocol requirements for network access. This nmenp
provides information for the Internet comunity.
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2988 Paxson Nov 2000 Conputing TCP's Retransm ssion
Ti mer

Thi s docunent defines the standard al gorithmthat Transm ssion Contro
Protocol (TCP) senders are required to use to conmpute and manage their
retransm ssion tinmer. [STANDARDS TRACK]

2987 Hof f man Nov 2000 Regi strati on of Charset and
Languages Medi a Features Tags

This docunent contains the registration for two nedia feature tags:
"charset" and "l anguage". [ STANDARDS TRACK]

2986 Nystrom Nov 2000 PKCS #10: Certification
Request Syntax Specification
Version 1.7

This neno represents a republication of PKCS #10 v1.7 from RSA
Laboratories’ Public-Key Cryptography Standards (PKCS) series, and
change control is retained within the PKCS process. The body of this
docunent, except for the security considerations section, is taken
directly fromthe PKCS #9 v2.0 or the PKCS #10 v1.7 docunent. This neno
provides information for the Internet comunity.

2985 Nystrom Nov 2000 PKCS #9: Sel ected bj ect
Cl asses and Attribute Types
Version 2.0

This neno represents a republication of PKCS #9 v2.0 from RSA
Laboratories’ Public-Key Cryptography Standards (PKCS) series, and
change control is retained within the PKCS process. The body of this
docunent, except for the security considerations section, is taken
directly fromthat specification. This nmeno provides information for
the Internet comunity.

2984 Adans Cct 2000 Use of the CAST-128 Encryption
Algorithmin CVS

Thi s docunent specifies how to incorporate CAST-128 into the S/M M

Crypt ographi ¢ Message Syntax (CMS) as an additional algorithmfor
synmmetric encryption. [STANDARDS TRACK]
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2983 Bl ack Cct 2000 Differentiated Servi ces and
Tunnel s

Thi s docunent considers the interaction of Differentiated Services
(diffserv) with IP tunnels of various forns. This neno provides
information for the Internet conmunity.

2982 Kavasseri Cct 2000 Di stri buted Managenent
Expression M B

This meno defines a portion of the Managenent |Information Base (MB) for
use with network nmanagenent protocols in the Internet comunity. In
particular, it describes managed objects used for managi ng expressi ons
of M B objects. [STANDARDS TRACK]

2981 Kavasseri Cct 2000 Event M B

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes managed objects that can be used to nmanage and
moni tor M B objects and take action through events. [STANDARDS TRACK]

2980 Bar ber Cct 2000 Common NNTP Ext ensi ons

In this docunment, a number of popul ar extensions to the Network News
Transfer Protocol (NNTP) protocol defined in RFC 977 are docunented and
di scussed. Wile this docunent is not intended to serve as a standard
of any kind, it will hopefully serve as a reference docunent for future
i mpl ementers of the NNTP protocol. This neno provides information for
the Internet conmmunity.

2979 Fr eed Cct 2000 Behavi or of and Requirenents
for Internet Firewalls
This meno defines behavioral characteristics of and interoperability

requirenents for Internet firewalls. This meno provides information for
the Internet comunity.
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2978 Fr eed Cct 2000 | ANA Charset Registration
Procedures

Mul ti purpose Internet Mail Extensions (M ME) and various other Internet
protocol s are capable of using many different charsets. This in turn
means that the ability to label different charsets is essential. This
docunent specifies an Internet Best Current Practices for the Internet
Community, and requests discussion and suggestions for inprovenents.

2977 d ass Cct 2000 Mobil e | P Authentication
Aut hori zation, and Accounting
Requi renment s

Thi s docunent contains the requirenents which would have to be supported
by a AAA service to aid in providing Mbile IP services. This nmenp
provides information for the Internet comunity.

2976 Donovan Cct 2000 The SI P | NFO Met hod

Thi s docunent proposes an extension to the Session Initiation Protoco
(SIP). This extension adds the I NFO nethod to the SIP protocol. The
intent of the INFO nethod is to allow for the carrying of session
related control information that is generated during a session

[ STANDARDS TRACK]

2975 Aboba Cct 2000 I ntroduction to Accounting
Managenent

Thi s docunent describes and di scusses the issues involved in the design
of the nodern accounting systens. The field of Accounting Managenent is
concerned with the collection the collection of resource consunption
data for the purposes of capacity and trend anal ysis, cost allocation

auditing, and billing. This nmeno provides information for the I|nternet
communi ty.
2974 Handl ey Cct 2000 Sessi on Announcenent Protoco

Thi s docunent describes version 2 of the nulticast session directory
announcenent protocol, Session Announcenent Protocol (SAP), and the
rel ated i ssues affecting security and scalability that should be taken
into account by inplementors. This neno defines an Experinent al
Protocol for the Internet comunity.
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2973 Bal ay Cct 2000 IS-1S Mesh Groups

Thi s docunent describes a nmechanismto reduce redundant packet

transm ssions for the Internediate Systemto Internediate System (I1S-19S)
Routing protocol, as described in | SO 10589. This nmeno provides
information for the Internet conmunity.

2972 Popp Cct 2000 Cont ext and Goal s for Common
Name Resol ution

Thi s docunent establishes the context and goals for a Conmon Nane

Resol ution Protocol. This nmeno provides information for the Internet
comuni ty.
2971 Showal t er Cct 2000 | MAP4 | D ext ension

Thi s docunment describes an I D extension which will enable Internet
Message Access Protocol - Version 4revl (I MAP4revl) to advertise what
programa client or server uses to provide service. The |ID extension
all ows the server and client to exchange identification informtion on
their inplenentation in order to make bug reports and usage statistics
nore conpl ete. [ STANDARDS TRACK]

2970 Dai gl e Cct 2000 Architecture for Integrated
Directory Services - Result
from Tl SDAG

Drawi ng from experiences with the Tl SDAG (Technical Infrastructure for
Swedi sh Directory Access Gateways) project, this docunent outlines an
approach to providing the necessary infrastructure for integrating such
Wi del y-scattered servers into a single service, rather than attenpting
to mandate a single protocol and schema set for all participating
servers to use. This neno provides information for the Internet

communi ty.
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2969 Ek| of Cct 2000 Wde Area Directory Depl oynent
- Experiences from Tl SDAG

Thi s docunent catal ogues sone of the experiences gai ned in devel opi ng
the necessary infrastructure for a national (i.e., multi-organizational)
directory service and pil ot deploynent of the service in an environnent
with off-the-shelf directory service products. This neno provides
information for the Internet conmmunity.

2968 Dai gl e Cct 2000 Mesh of Multiple DAG servers -
Resul ts from Tl SDAG

Thi s docunent defines the basic principle for establishing a nesh, that
i nteroperating services should exchange i ndex objects, according to the
architecture of the nmesh (e.g., hierarchical, or graph-like, preferably
wi t hout [oops!). The Common I ndexing Protocol (CIP) is designed to
facilitate the creation not only of query referral indexes, but also of
meshes of (loosely) affiliated referral indexes. The purpose of such a
nmesh of servers is to inplenent sonme kind of distributed sharing of

i ndexi ng and/or searching tasks across different servers. So far, the
Tl SDAG (Techni cal Infrastructure for Swedish Directory Access CGateways)
proj ect has focused on creating a single referral index; the obvious
next step is to integrate that into a larger set of interoperating
services. This meno provides information for the Internet community.

2967 Dai gl e Cct 2000 Tl SDAG - Technica
Infrastructure for Swedi sh
Directory Access Gateways

The overarching goal of this project is to devel op the necessary
technical infrastructure to provide a single-access-point service for
searching for whitepages information on Swedi sh Internet users. This
meno provides information for the Internet comunity.

2966 Li Cct 2000 Domai n-wi de Prefix
Di stribution with Two-Leve
1S-1S

Thi s docunent describes extensions to the Internediate Systemto
Internediate System (1S-1S) protocol to support optinmal routing within a
two-1evel domain. This neno provides information for the Internet
conmuni ty.

G noza I nf or mat i onal [ Page 8]



RFC 2999 Summary of 2900-2999 August 2001

2965 Kri st ol Cct 2000 HTTP St ate Managenent
Mechani sm

Thi s docunent specifies a way to create a stateful session with
Hypertext Transfer Protocol (HITP) requests and responses. [ STANDARDS

TRACK]

2964 Moor e Cct 2000 Use of HTTP State Managenent

This meno identifies specific uses of Hypertext Transfer Protocol (HTTP)
State Managenent protocol which are either (a) not recommended by the

| ETF, or (b) believed to be harnful, and discouraged. This neno al so
details additional privacy considerations which are not covered by the
HTTP St ate Managenent protocol specification. This docunment specifies
an Internet Best Current Practices for the Internet Conmunity, and
requests discussion and suggestions for inprovenents.

2963 Bonavent ur e Cct 2000 A Rate Adaptive Shaper for
Differentiated Services

This meno describes several Rate Adaptive Shapers (RAS) that can be used
in conbination with the single rate Three Color Markers (srTCM and the
two rate Three Col or Marker (trTCM described in RFC2697 and RFC2698,
respectively. This neno provides infornmation for the Internet

conmuni ty.

2962 Raz Cct 2000 An SNVP Application Level
Gat eway for Payl oad Address
Transl ati on

Thi s docunent describes the ALG (Application Level Gateway) for the SNW
(Si mpl e Networ k Managenent Protocol) by which IP (I nternet Protocol)
addresses in the payl oad of SNWP packets are statically napped from one
group to another. This meno provides information for the |nternet
communi ty.
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2961 Ber ger Apr 2001 RSVP Refresh Overhead
Reducti on Extensions

Thi s docunent describes a nunber of mechani snms that can be used to
reduce processing overhead requirenments of refresh nessages, elimnate
the state synchronization |latency incurred when an RSVP (Resource
ReserVation Protocol) nessage is |ost and, when desired, refreshing
state without the transnission of whole refresh nmessages. [ STANDARDS

TRACK]

2960 St ewart Cct 2000 Stream Control Transn ssion
Pr ot ocol

Thi s docunent describes the Stream Control Transni ssion Protocol (SCTP).
[ STANDARDS TRACK]

2959 Baugher Cct 2000 Real - Ti me Transport Protocol
Management | nfornmati on Base

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity.
[ STANDARDS TRACK]

2958 Dai gl e Cct 2000 The appl i cati on/ whoi spp-
response Content-type

The intention of this docunent, in conjunction with RFC 2957, is to
enabl e M ME-enabl ed nail software, and other systens using Internet
nmedi a types, to carry out Wois++ transactions. This meno provides
information for the Internet conmunity.

2957 Dai gl e Cct 2000 The applicati on/ whoi spp- query
Cont ent - Type

The intention of this docunment, in conjunction with RFC 2958, is to
enabl e M ME-enabl ed mail software, and other systens using Internet
medi a types, to carry out Wois++ transactions. This neno provides
information for the Internet conmunity.
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2956 Kaat Cct 2000 Overvi ew of 1999 | AB Networ k
Layer Workshop

Thi s docunent is an overview of a workshop held by the Internet
Architecture Board (1 AB) on the Internet Network Layer architecture
hosted by SURFnet in Urecht, the Netherlands on 7-9 July 1999. The
goal of the workshop was to understand the state of the network | ayer
and its inpact on continued growmh and usage of the Internet. This nmeno
provides information for the Internet conmunity.

2955 Rehbehn Cct 2000 Definitions of Managed Objects
for Monitoring and Controlling
t he Frame Rel ay/ ATM PVC Servi ce
I nt erwor ki ng Function

This meno defines a Managenent |Information Base (MB) to configure,

noni tor, and control a service interworking function (IW) for Permanent
Vi rtual Connections (PVC) between Frane Rel ay and Asynchronous Transfer
Mode (ATM technol ogies. [STANDARDS TRACK]

2954 Rehbehn Cct 2000 Definitions of Managed Objects
for Franme Rel ay Service

This meno defines an extension to the Managenent |nfornation Base (M B)
for use with network nmanagenent protocols in Transmi ssion Contro

Protocol /I nternet Protocol-based (TCP/IP) internets. |In particular, it
defines objects for managing the frame relay service. [STANDARDS TRACK]

2953 Ts' o Sep 2000 Tel net Encryption: DES 64 bit
Qut put Feedback

Thi s docunment specifies howto use the data encryption standard (DES)
encryption algorithmin output feedback node with the telnet encryption
option. This neno provides information for the Internet conmmunity.

2952 Ts' o Sep 2000 Tel net Encryption: DES 64 bit
Ci pher Feedback

Thi s docunent specifies how to use the DES encryption algorithmin

ci pher feedback node with the tel net encryption option. This nmeno
provides information for the Internet conmunity.

G noza I nf or mat i onal [ Page 11]



RFC 2999 Summary of 2900-2999 August 2001

2951 Housl ey Sep 2000 TELNET Aut hentication Using
KEA and SKI PJACK

Thi s docunent defines a nethod to authenticate TELNET using the Key
Exchange Al gorithm (KEA), and encryption of the TELNET stream using
SKI PJACK. This nmeno provides information for the Internet community.

2950 Al t man Sep 2000 Tel net Encryption: CAST-128 64
bit G pher Feedback

Thi s docunent specifies how to use the CAST-128 encryption algorithmin
ci pher feedback node with the tel net encryption option. Two key sizes
are defined: 40 bit and 128 bit. [STANDARDS TRACK]

2949 Al t man Sep 2000 Tel net Encryption: CAST-128 64
bit Qutput Feedback

Thi s docunent specifies how to use the CAST-128 encryption algorithmin
out put feedback node with the tel net encryption option. Two key sizes
are defined: 40 bit and 128 bit. [STANDARDS TRACK]

2948 Al t man Sep 2000 Tel net Encryption: DES3 64 bit
Qut put Feedback

Thi s docunent specifies howto use the Triple-DES (data encryption
standard) encryption algorithmin output feedback node with the tel net
encryption option. [STANDARDS TRACK]

2947 Al t man Sep 2000 Tel net Encryption: DES3 64 bit
Ci pher Feedback

Thi s docunent specifies howto use the Triple-DES (data encryption

standard) encryption algorithmin cipher feedback node with the tel net

encryption option. [STANDARDS TRACK]

2946 Ts' o Sep 2000 Tel net Data Encryption Option

Thi s docunent describes a the telnet encryption option as a generic

nmet hod of providing data confidentiality services for the telnet data
stream [ STANDARDS TRACK]
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2945 Wi Sep 2000 The SRP Aut hentication and Key
Exchange System

Thi s docunent describes a cryptographically strong network
aut henti cati on mechani sm known as the Secure Renote Password (SRP)
protocol. [STANDARDS TRACK]

2944 Wi Sep 2000 Tel net Aut hentication: SRP

Thi s docunment specifies an authentication schene for the Tel net protoco
under the framework described in RFC 2941, using the Secure Renote
Password Protocol (SRP) authentication nechanism [ STANDARDS TRACK]

2943 Housl ey Sep 2000 TELNET Aut hentication Using
DSA

Thi s docunent defines a telnet authentication nechani smusing the
Digital Signature Algorithm (DSA). It relies on the Tel net
Aut hentication Option. [STANDARDS TRACK]

2942 Ts' o Sep 2000 Tel net Aut hentication
Ker beros Version 5

Thi s docunent describes how Kerberos Version 5 is used with the tel net
pr ot ocol . It describes an telnet authentication suboption to be used
with the telnet authentication option. [STANDARDS TRACK]

2941 Ts' o Sep 2000 Tel net Aut hentication Option

Thi s docunent describes the authentication option to the telnet protoco
as a generic nmethod for negotiating an authentication type and node

i ncl udi ng whet her encryption should be used and if credentials should be
forwarded. [ STANDARDS TRACK]

2940 Smith Cct 2000 Definitions of Managed Objects
for Conmon Open Policy Service
(COPS) Protocol Cients

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in TCP/IP based internets. In
particular it defines objects for managing a client of the Comrmmobn Qpen
Policy Service (COPS) protocol. [STANDARDS TRACK]
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2939 Dr ons Sep 2000 Procedures and | ANA Cui delines
for Definition of New DHCP
Options and Message Types

Thi s docunent describes the procedure for defining new DHCP opti ons and
message types. This docunent specifies an Internet Best Current
Practices for the Internet Conmunity, and requests discussion and
suggestions for inprovenents.

2938 Kl yne Sep 2000 I denti fying Conposite Media
Feat ures

Thi s docunent describes an abbreviated format for a conposite nedia
feature set, based upon a hash of the feature expression describing that
conmposite. [ STANDARDS TRACK]

2937 Smith Sep 2000 The Nane Service Search Option
for DHCP

Thi s docunent defines a new Dynani c Host Configuration Protocol (DHCP)
option which is passed fromthe DHCP Server to the DHCP Cient to
specify the order in which nane services should be consulted when
resol ving hostnanmes and other information. [STANDARDS TRACK]

2936 East | ake Sep 2000 HTTP M ME Type Handl er
Det ecti on

Entities conposi ng web pages to provide services over the Hypertext
Transfer Protocol (HTTP) frequently have the problem of not know ng what
Mul ti purpose Internet Mail Extensions (MME) types have handl ers
installed at a user’s browser. This docunent summarizes reasonabl e
techni ques to solve this problemfor nost of the browsers actually

depl oyed on the Internet as of early 2000. This nmeno provides
information for the Internet conmmunity.

2935 East | ake Sep 2000 I nternet Open Tradi ng Protoco
(1 OTP) HTTP Suppl enent

The goal of mapping to the transport layer is to ensure that the
underlying XM. docunents are carried successfully between the various
parties. This docunent describes that mapping for the Hyper Text
Transport Protocol (HTTP), Versions 1.0 and 1.1. [ STANDARDS TRACK]
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2934 McC oghri e Cct 2000 Prot ocol | ndependent Multicast
MB for |Pv4

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes managed objects used for nanagi ng the Protocol
| ndependent Multicast (PIM protocol for IPv4. This nmeno defines an
Experi mental Protocol for the Internet conmunity.

2933 McC oghri e Cct 2000 I nternet Group Managenent
Protocol MB

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes objects used for managi ng the Internet G oup
Management Protocol (1GW). [STANDARDS TRACK]

2932 McCl oghri e Cct 2000 | Pv4 Mil ticast Routing MB

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes managed objects used for managing | P Milticast
Routing for |Pv4, independent of the specific nmulticast routing protocol
in use. [STANDARDS TRACK]

2931 East | ake Sep 2000 DNS Request and Transaction
Signatures ( SIG0)s )

Thi s docunent describes the nminor but non-interoperable changes in
Request and Transaction signature resource records ( SIG0)s ) that
i npl enent ati on experi ence has deened necessary. [ STANDARDS TRACK]

2930 East | ake Sep 2000 Secret Key Establishnent for
DNS ( TKEY RR)

Thi s docunent describes a Transaction Key (TKEY) RR that can be used in

a nunber of different nodes to establish shared secret keys between a
DNS resol ver and server. [ STANDARDS TRACK]
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2929 East | ake Sep 2000 Domai n Nane System (DNS) | ANA
Consi der ati ons

Thi s docunent di scusses the Internet Assigned Nunmber Authority (1ANA)
par anet er assi gnment considerations given for the allocation of Domain
Nane System (DNS) cl asses, Resource Record (RR) types, operation codes,
error codes, etc. This docunment specifies an Internet Best Current
Practices for the Internet Conmunity, and requests discussion and
suggestions for inprovenents.

2928 Hi nden Sep 2000 Initial IPv6 Sub-TLA ID
Assi gnnent s

Thi s docunent defines initial assignments of |Pv6 Sub-Top-Leve
Aggregation ldentifiers (Sub-TLA ID) to the Address Registries. This
meno provides information for the Internet comunity.

2927 Wahl Sep 2000 MME Directory Profile for
LDAP Schena

Thi s docunent defines a nultipurpose internet nmail extensions (M M)
directory profile for holding a lightweight directory access protoco
(LDAP) schenma. This nmeno provides information for the Internet
comuni ty.

2926 Kenpf Sep 2000 Conversi on of LDAP Schemas to
and from SLP Tenpl at es

Thi s docunent describes a procedure for napping between Service Location
Protocol (SLP) service advertisements and |ightweight directory access
prot ocol (LDAP) descriptions of services. This nmeno provides
information for the Internet conmunity.

2925 White Sep 2000 Definitions of Managed Objects
for Renote Ping, Traceroute,
and Lookup Operations

This meno defi nes Managenent Information Bases (M Bs) for perforning

renote ping, traceroute and | ookup operations at a renote host.
[ STANDARDS TRACK]
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2924 Br ownl ee Sep 2000 Accounting Attributes and
Record Formats

Thi s docunent summari ses |nternet Engineering Task Force (I ETF) and
I nternational Tel ecomunication Union (I TU-T) docunments related to
Accounting. This meno provides information for the Internet community.

2923 Lahey Sep 2000 TCP Problenms with Path Mru
Di scovery

This meno catal ogs several known Transni ssion Control Protocol (TCP)

i mpl enent ati on problens dealing with Path Maxi mum Transni ssion Unit

Di scovery (PMTUD), including the |ong-standing black hole problem
stretch acknow egenments (ACKs) due to confusion between Maxi mum Segnent
Size (MSS) and segnment size, and MSS adverti senent based on PMIU. This
meno provides information for the Internet comunity.

2922 Bi er man Sep 2000 Physi cal Topol ogy M B

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes managed objects used for nanagi ng physica

topol ogy identification and di scovery. This neno provides information
for the Internet community.

2921 Fi nk Sep 2000 6BONE pTLA and pNLA Formats
(pTLA)

This meno defines how t he 6bone uses the 3FFE::/16 | Pv6 address prefix,
all ocated in RFC 2471, "IPv6 Testing Address Allocation", to create
pseudo Top-Level Aggregation ldentifiers (pTLA s) and pseudo Next-Leve
Aggregation ldentifiers (pNLA's). This neno provides information for
the Internet comunity.

2920 Freed Sep 2000 SMIP Servi ce Extension for
Command Pi pel i ni ng

This meno defines an extension to the Sinple Mail Transfer Protoco
(SMIP) service whereby a server can indicate the extent of its ability
to accept multiple commands in a single Transm ssion Control Protoco
(TCP) send operation. [STANDARDS TRACK]
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2919 Chandhok Mar 2001 List-1d: A Structured Field
and Nanespace for the
I dentification of Miiling
Li sts

Software that handles electronic mailing |ist nmessages (servers and user
agents) needs a way to reliably identify nmessages that belong to a
particular mailing list. Wth the advent of |ist managenent headers, it
has become even nore inportant to provide a unique identifier for a
mailing list regardl ess of the particular host that serves as the |ist
processor at any given tinme. [STANDARDS TRACK]

2918 Chen Sep 2000 Route Refresh Capability for
BGP- 4

Thi s docunent defines a new Border Gateway Protocol (BGP) capability
terned 'Route Refresh Capability’, which would allow the dynanic
exchange of route refresh request between BGP speakers and subsequent
re-advertisement of the respective Adj-RIB-Qut. [STANDARDS TRACK]

2917 Mut hukri shnan Sep 2000 A Core MPLS | P VPN
Architecture

This neno presents an approach for building core Virtual Private Network
(VPN) services in a service provider’s MPLS backbone. This neno
provides information for the Internet comunity.

2916 Fal t strom Sep 2000 E. 164 nunber and DNS

Thi s docunent di scusses the use of the Donmain Nanme System (DNS) for

storage of E.164 nunbers. [ Standards Track]

2915 Meal | i ng Sep 2000 The Naming Authority Pointer
(NAPTR) DNS Resource Record

Thi s docunment describes a Dormain Nanme System (DNS) resource record which

specifies a regul ar expression based rewite rule that, when applied to

an existing string, will produce a new donmain | abel or Uniform Resource
Identifier (URI). [STANDARDS TRACK]
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2914 Fl oyd Sep 2000 Congestion Control Principles

The goal of this docunment is to explain the need for congestion contro
in the Internet, and to discuss what constitutes correct congestion
control. This docunent specifies an Internet Best Current Practices for
the Internet Community, and requests discussion and suggestions for

i mprovenents.

2913 Kl yne Sep 2000 M ME Content Types in Media
Feat ure Expressions

This meno defines a nedia feature tag whose value is a Miltipurpose
Internet Mail Extensions (MME) content type. [STANDARDS TRACK]

2912 Kl yne Sep 2000 I ndi cati ng Medi a Features for
M ME Cont ent

This meno defines a Multipurpose Internet Mail Extensions (M M) '’
Content-features:’ header that can be used to annotate a M ME nessage
part using this expression format, and indicates sone ways it m ght be
used. [ STANDARDS TRACK]

2911 Hasti ngs Sep 2000 Internet Printing
Protocol /1.1: Mdel and
Semanti cs

This docunent is one of a set of docunents, which together describe all
aspects of a new Internet Printing Protocol (IPP). [STANDARDS TRACK]

2910 Herri ot Sep 2000 Internet Printing
Protocol /1. 1: Encodi ng and
Transport

Thi s docunent is one of a set of docunents, which together describe all
aspects of a new Internet Printing Protocol (IPP). [STANDARDS TRACK]
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2909 Radosl| avov Sep 2000 The Multicast Address- Set
d aim (MASC) Protocol

Thi s docunent describes the Miulticast Address-Set O aim (MASC) protoco
whi ch can be used for inter-domain nulticast address set allocation
This meno defines an Experinental Protocol for the Internet comunity.

2908 Thal er Sep 2000 The Internet Milticast Address
Al'l ocation Architecture

Thi s docunent proposes a nulticast address allocation architecture
(MALLOC) for the Internet. This neno provides infornmation for the
I nternet comunity.

2907 Ker node Sep 2000 MADCAP Mul ticast Scope Nesting
State Option

Thi s docunent defines a new option to the Milticast Address Dynanic
Cient Allocation Protocol (MADCAP) to support nested scoping.
[ STANDARDS TRACK]

2906 Farrell Aug 2000 AAA Aut hori zati on Requirenments

Thi s docunment specifies the requirenents that Authentication

Aut hori zation Accounting (AAA) protocols nust nmeet in order to support
aut hori zation services in the Internet. This neno provides information
for the Internet community.

2905 Vol | brecht Aug 2000 AAA Aut horization Application
Exanpl es

This meno describes several exanples of applications requiring
aut hori zation. This nmeno provides information for the |nternet
conmuni ty.

2904 Vol | brecht Aug 2000 AAA Aut hori zation Franmewor k

This meno serves as the base requirenents for Authorization of Internet
Resources and Services (AIRS). It presents an architectural framework
for understanding the authorization of Internet resources and services
and derives requirenents for authorization protocols. This nmenp
provides information for the Internet comunity.
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2903 de Laat Aug 2000 CGeneric AAA Architecture

This meno proposes an Authentication, Authorization, Accounting (AAA)
architecture that would incorporate a generic AAA server along with an
application interface to a set of Application Specific Mdul es that
could performapplication specific AAA functions. This neno defines an
Experimental Protocol for the Internet comunity.

2902 Deeri ng Aug 2000 Overvi ew of the 1998 | AB
Rout i ng Wbr kshop

This docunent is an overview of a Routing workshop held by the Internet
Architecture Board (I AB) during March 25-27, 1998. This neno provides
information for the Internet comunity.

2901 Wenzel Aug 2000 Qui de to Administrative
Procedures of the Internet
Infrastructure

Thi s docunent describes the adninistrative procedures for networks
seeking to connect to the global Internet. This nmeno provides
information for the Internet conmunity.

2900 Reynol ds Aug 2001 Internet Oficial Protoco

St andar ds
This meno contains a snapshot of the state of standardization of
protocols used in the Internet as of July 17, 2001. It lists officia
protocol standards and Best Current Practice RFCs; it is not a conplete
index to the RFC series. This neno is an Internet Standard.

Security Considerations

This meno does not affect the technical security of the Internet, but
may cite inportant security specifications.
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Ful I Copyright Statenent
Copyright (C) The Internet Society (2001). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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