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1.0 Introduction

Thi s docunent proposes rules for Top-Level Aggregation ldentifiers
(TLA I D) and Next-Level Aggregation ldentifiers (NLA ID) as defined
in [AGGR]. These proposed rules apply to registries allocating TLA
IDs and to organi zations receiving TLA ID s.

This proposal is intended as input fromthe | Png working group to the
| ANA and Registries. It is not intended for any official |ETF
status. Its content represents the result of extensive discussion
bet ween the | Png working group, |ANA, and Registries.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC 2119].

2.0 Scope

The proposed TLA and NLA assignnment rul es described in this docunent
are intended for the first two years of | Pv6 TLA address assi gnments.
As routing technol ogy evol ves and we gain additional experience wth
al l ocating | Pv6 addresses the procedures proposed in this docunent
may change
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3.0 I Pv6 Aggregatabl e d obal Unicast Address Fornat

Thi s docunent proposes assignnent rules for the TLA ID and NLA ID
fields in the 1 Pv6 Aggregatable d obal Unicast Address Format. This
address format is designed to support both the current provider-based
aggregation and a new type of exchange-based aggregation. The
conmbination will allow efficient routing aggregation for sites that
connect directly to providers and for sites that connect to
exchanges. Sites will have the choice to connect to either type of
aggregation entity.

While this address format is designed to support exchange-based
aggregation (in addition to current provider-based aggregation) it is
not dependent on exchanges for its overall route aggregation
properties. It will provide efficient route aggregation with only
provi der - based aggregati on.

The aggregat abl e gl obal unicast address format as defined in [ AGGR]
is as follows:

| 3] 13| 8| 24 | 16 | 64 bits |
B Fomm e - Fommm e e e e e +
|FP| TLA |RES| NLA | SLA | Interface ID |
| |'D | | 1D | ID | |
oo - oo - Fome oo o o e e e e e ee e eeea o +

S >
Topol ogy
S Interface ldentifier----- >
Wher e
FP Format Prefix (001)
TLA ID Top- Level Aggregation ldentifier
RES Reserved for future use
NLA | D Next - Level Aggregation Identifier
SLAID Site-Level Aggregation ldentifier

I NTERFACE ID Interface ldentifier
4.0 Technical Mbdtivation
The design choices for the size of the fields in the aggregatable
address fornat were based on the need to neet a nunber of technica

requirenents that are described in [AGGR]. An extract of the
technical requirements from[AGER] is as follows:

H nden I nf or mat i onal [ Page 2]



RFC 2450 Proposed TLA and NLA Assi gnment Rul es Decenber 1998

The size of the Top-Level Aggregation ldentifier is 13 bits. This
allows for 8,192 TLAID s. This size was chosen to insure that
the default-free routing table in top level routers in the
Internet is kept within the limts, with a reasonable margin, of
the current routing technology. The margin is inportant because
default-free routers will also carry a significant nunber of

| onger (i.e., nore-specific) prefixes for optimzing paths
internal to a TLA and between TLAs.

The inportant issue is not only the size of the default-free
routing table, but the conplexity of the topol ogy that determ nes
t he nunber of copies of the default-free routes that a router nust
exam ne while conmputing a forwarding table. In current practice
with IPv4, it is conmon to see a prefix announced fifteen tines
via different paths. The conplexity of Internet topology is very
likely to increase in the future. It is inportant that |Pv6
default-free routing support additional conplexity as well as a
consi derably larger internet.

It should be noted for conparison that the current |Pv4 default-
free routing table is approxi mately 50,000 prefixes. Wile this
shows that it is possible to support nore routes than 8,192 it is
matter of debate if the nunber of prefixes supported today in |Pv4
is already too high for current routing technology. There are
serious issues of route stability as well as cases of providers
not supporting all top level prefixes. The technical requirenent
was to pick a TLA ID size that was below, with a reasonabl e
mar gi n, what was being done with | Pv4.

The choice of 13 bits for the TLA field was an engi neeri ng
conpronmi se. Fewer bits would have been too small by not
supporting enough top | evel organizations. More bits would have
exceeded what can be reasonably accommpdated, with a reasonabl e
margin, with current routing technology in order to deal with the
i ssues described in the previ ous paragraphs.

If in the future, routing technology inproves to support a |arger
nunmber of top level routes in the default-free routing tables
there are two choices on how to increase the nunber TLA
identifiers. The first is to expand the TLAID field into the
reserved field. This would increase the nunber of TLAID s to
approximately 2 mllion. The second approach is to allocate
another format prefix (FP) for use with this address fornat.

Ei ther or a conbination of these approaches allows the nunber of
TLA ID s to increase significantly.
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The size of the Reserved field is 8 bits. This size was chosen to
all ow significant growh of either the TLA ID and/or the NLA ID
fields.

The size of the Next-Level Aggregation ldentifier field is 24
bits. This allows for approximately sixteen mllion NLAID s if
used in a flat nanner. Used hierarchically it allows for a

conmpl exity roughly equivalent to the | Pv4 address space (assum ng
an average network size of 254 interfaces). |If in the future
additional roomfor conplexity is needed in the NLA ID, this may
be acconmpdated by extending the NLA ID into the Reserved field.

The size of the Site-Level Aggregation ldentifier field is 16
bits. This supports 65,535 individual subnets per site. The
design goal for the size of this field was to be sufficient for
all but the largest of organizations. O ganizations which need
addi ti onal subnets can arrange with the organi zation they are
obtaining Internet service fromto obtain additional site
identifiers and use this to create additional subnets.

The Site-Level Aggregation ldentifier field was given a fixed size
in order to force the length of all prefixes identifying a
particular site to be the sane length (i.e., 48 bits). This
facilitates novenent of sites in the topology (e.g., changing
service providers and nulti-homng to nultiple service providers).

The Interface ID Interface Identifier field is 64 bits. This size
was chosen to nmeet the requirenment specified in [ARCH to support
EUl - 64 based Interface ldentifiers.

The proposed TLA/ NLA assignnent rules described in this docunment are
consistent with these technical requirements.

The specific technical notivation for the proposed TLA/ NLA assi gnnent
rul es described in this docunent is as follows:

H nden

Limt the nunber of top level prefixes in the Internet to a
manageabl e size. This is inportant to insure that the default-
free routing table in the top level routers in the Internet is
kept within the limts, with a reasonable margin, of current
routing technol ogy.

Only assign top level prefixes to transit providers, not to |eaf
sites even if they are multiply honmed. The aggregati on address
format is designed to have a clear separation between transit
providers and leaf sites. Sites which wish to be multihoned to
multiple transit providers have in IPv6 a nunber of alternatives
to having a top | evel prefix.
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- Only assign top level prefixes to organi zati ons who are capabl e
and intend to provide operational |Pv6 transit services within
three nonths of assignnent. The goal is to not assign top |eve
prefixes to organi zati ons who only want a prefix in case they
m ght provide service sonmetine in the future. The assignnent of
prefixes is intended to closely nmatch the operational |Pv6
Internet and to be consistent with the current practice of
regi stries nmaki ng assi gnnents when addresses are actually used.

- Organi zations assigned TLAID s are required to nmake all the
assignnents publically available. This is necessary in order for
the registries to have accurate information on assignnents and to
enabl e troubl e shooting Internet problens.

- Allocation of prefixes that are consistent with the address format
in [AGER]. Specifically the allocation prefixes that are not
| onger than 48 bits as to not infringe into the SLA and Interface
Identifier fields. This is to facilitate novenent of sites in the
topol ogy (e.g., changing service providers and nmulti-homng to
nmul ti ple service providers).

5.0 Proposed Rules for Assignnment of Top-Level Aggregation ID s

TLA ID s are assigned to organi zations providing transit topol ogy.
They are specifically not assigned to organi zations only providing

| eaf topology. TLA ID assignment does not inply ownership. |t does
i mply stewardship over a valuable Internet resource

The 1 AB and | ESG have authorized the Internet Assigned Numbers
Authority (I ANA) as the appropriate entity to have the responsibility
for the managenent of the | Pv6 address space as defined in [ALLOC].

The I ANA wi Il assign small blocks (e.g., few hundred) of TLAID s to
registries. The registries will assign the TLAID s to organi zations
meeting the requirenents for TLA ID assignment. \Wen the registries
have assigned all of their TLA ID s they can request that the | ANA
gi ve them anot her bl ock. The bl ocks do not have to be contiguous.
The | ANA may al so assign TLA ID s to organi zations directly. This

i ncludes the tenporary TLA assignnent for testing and experinmenta
usage for activities such as the 6bone or new approaches |ike
exchanges.
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5.1 Proposed TLA Allocation Stages

TLA

all ocations will be done in two stages. The first stage is to

all ocate a Sub-TLA ID. When the recipient has denonstrated that they
have assigned nore than 90% of the NLA ID for their Sub-TLA ID, they

will be allocated a TLA ID. The Sub-TLA ID does not have to be
returned.
Sub- TLA I D s are assigned out of TLA I D 0x0001 as follows. Note that
use of the Reserved field to create the Sub-TLA field is specific to
TLA 1D 0x0001. It does not affect any other TLA

| 3 | 13 | 13 | 19 |

oo e oo +

| FP | TLA | Sub-TLA | NLA |

| | ID | | ID |

B T Fomm e e o S +
wher e

FP = 001 = Format Prefix

This is the Format Prefix used to identify aggregatable gl oba
uni cast addresses.

TLA I D = 0x0001 = Top-Level Aggregation Identifier

This is the TLA ID assigned by the I ANA for Sub-TLA allocation.

Sub- TLA I D = Sub- TLA Aggregation ldentifier

H nden

The Sub-TLA ID field is used by the registries for initial

al l ocations to organi zations neeting the requirenents in Section
5.2 of this document. The IANA will assign small blocks (e.g.
few hundred) of Sub-TLA ID s to registries. The registries wll
assign the Sub-TLA ID s to organi zati ons neeting the requirenents
specified in Section 5.2. Wen the registries have assigned al

of their Sub-TLA ID s they can request that the | ANA give them
anot her bl ock. The bl ocks do not have to be contiguous. The

| ANA may al so assign Sub-TLA ID s to organi zations directly.
This includes the tenporary TLA assignnment for testing and
experinental usage for activities such as the 6bone or new
approaches |i ke exchanges.
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NLA | D = Next-Level Aggregation ldentifier

Next - Level Aggregation ID s are used by organi zati ons assigned a
TLA ID to create an addressing hierarchy and to identify sites.
The organi zation can assign the top part of the NNLAIDin a
manner to create an addressing hierarchy appropriate to its
network. See Section 6.0 for nore detail

Sub- TLA al l ocations are interimuntil the organi zation receiving the
Sub- TLA can show evi dence of IPv6 Internet transit service. |If
transit service can not be denonstrated by three nonths fromthe date
of allocation the Sub-TLA allocation will be revoked.

As part of assigning a TLAID to an organi zation, the | ANA or
Registries may initially only assign a fraction of the NLA I D space
for a particular TLAID to the organi zation receiving the TLA ID
assignnent. \Wen the organi zati on has assigned nore than 90% of the
NLA I D space it nmay request additional NLA ID space in its TLA ID.

5.2 Proposed Assignnent Requirenents

The proposed assignnent requirenments are intended as input fromthe
I Png working group to the | ANA and Registries. It is not intended
for any official |IETF status.

Regi stries enforce the followi ng requirenents for organizations
assigned Sub-TLA and TLA ID s:

1) Must have a plan to offer native IPv6 service within 3 nonths from
assignnent. The plan nust include NLA ID allocation and
regi stration procedures. NLA ID allocation and regi stration nay
be subcontracted to other organizations such as a registry.

Native | Pv6 service is defined as providing | Pv6 service as
defined in the appropriate "I Pv6 over <link>" specification such
as "I Pv6 over Ethernet" [ETHER], "IPv6 over FDDI" [FDDI], etc.

for the link at the boundary of the organization. This should

i ncl ude runni ng Nei ghbor Di scovery (as appropriate) and exchangi ng
| Pv6 routing information. The nmethod the organization uses to
carry IPv6 traffic across its network is independent of this
definition and is a local issue for the organization

2) Must have a verifiable track record of providing Internet transit
to other organi zations. Sub-TLA and/or TLA ID s nmust not be
assigned to organizations that are only providing | eaf service
even if nmultihoned.
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Verification of an organization's track record in providing
Internet transit service nust be verified by techni ques such as
traceroute, BGP advertisenments, etc.

3) Paynent of a registration fee to the Internet Assigned Numbers
Authority (1 ANA). Registries may al so charge sone fee for
services rendered, generally in relation to the cost of providing
those services. Al payment of registration and service fees nust
be nmade prior to the actual Sub-TLA ID and/or TLA I D assignnent.

4) Must provide registry services for the NLA I D address space it is
responsi ble for under its Sub-TLA ID and/or TLA ID. This nust
i nclude both sites and next |evel providers. The database of NLA
assi gnnents nust be public and nade available to the registries.

5) Periodically (interval set by registry) provide to registry
utilization statistics of the Sub-TLA ID and/or TLA ID it has
custody of. The organization nust al so show evi dence of carrying
TLA routing and transit traffic. This can be in the form of
traffic statistics, traceroutes, routing table dunps, or simlar
neans.

6) Organi zations requesting another Sub-TLA and/or TLA |ID nust show
evidence to the registries that they have assigned nore than 90%
of the NLA ID space in their previous allocations.

Organi zati ons which are given custody of a Sub-TLA ID and/or TLA I D,
and fail to continue to neet all the above requirenents may have the
Sub- TLA I D and/or TLA I D custody revoked.

6.0 Proposed Rul es Assignnent of Next-Level Aggregation ID s

Next - Level Aggregation ID s are used by organi zati ons assigned a
Sub-TLA I D and/or TLA ID to create an addressing hierarchy and to
identify sites. The organization can assign the top part of the NLA
IDin a nanner to create an addressing hierarchy appropriate to its
net wor k.

Registries may initially only assign a fraction of the NLA I D space
for a particular Sub-TLA ID and/or TLA ID to the organi zati on
receiving the Sub-TLA I D and/or TLA ID assignment. \en the

organi zati on has assigned nore than 90% of the NLA ID space it may
request additional NLA ID space in its Sub-TLA ID and/or TLA ID

Organi zati ons assigned Sub-TLA ID and/or TLAID s are required to
assune (directly or indirectly) registry duties for the NLA ID s they
assign. Each organization assigned a NLAIDis required to assune
registry duties for the next level NLAID s it assigns and fol |l ow
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Regi stry guidelines. This responsibility includes passing this

i nformati on back to the registry that assigned the TLA and/or

Sub- TLA.  The TLA I D and/or Sub-TLA ID hol der collects this
information fromthe next |evel, the next |evel holder collects this
information fromthe | evel below, etc

The design of the bit layout of the NLA ID space for a specific
Sub-TLA I D and/or TLAIDis left to the organization responsible for
that Sub-TLA ID and/or TLA ID. Likew se the design of the bit |ayout
of the next level NLAIDis the responsibility of the organization
assigned the previous level NLAID. It is recommended that

organi zati ons assi gning NLA address space use "slow start" allocation
procedures as is currently done with I Pv4 CIDR bl ocks [CIDR].

The design of an NLA ID allocation plan is a tradeoff between routing
aggregation efficiency and flexibility. Creating hierarchies allows
for greater ampbunt of aggregation and results in smaller routing
tables. Flat NLA I D assignnent provides for easier allocation and
attachnent flexibility, but results in larger routing tables.
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8.0 Security Considerations
| Pv6 addressi ng docurments do not have any direct inpact on |nternet
infrastructure security. Authentication of |IPv6 packets is defined
in [AUTH . Authentication of the ownership of prefixes to avoid
"prefix stealing" is a related security issue but is beyond the scope
of this docunent.
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11.0 Full Copyright Statenent
Copyright (C) The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LIM TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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