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Abst r act

Current World Wde Wb (WWVor Web) standards provide sinple support
for applications which allow renote editing of typed data. In
practice, the existing capabilities of the WWVhave proven i nadequate
to support efficient, scalable renote editing free of overwriting
conflicts. This docunent presents a list of features in the form of
requirenents for a Web Distributed Authoring and Versioning protoco
which, if inplenmented, would inprove the efficiency of conmon renote
editing operations, provide a | ocking nechanismto prevent overwite
conflicts, inprove |ink managenent support between non-HTM. data
types, provide a sinple attribute-value netadata facility, provide
for the creation and readi ng of container data types, and integrate
versioning into the WW

1. Introduction

Thi s docunent describes functionality which, if incorporated in an
extension to the existing HITP proposed standard [HTTP], would all ow
tools for renote | oading, editing and saving (publishing) of various
medi a types on the WANto interoperate with any conpliant Wb server
As much as possible, this functionality is described without
suggesting a proposed i npl enentation, since there are nany ways to
performthe functionality within the WAW framework. It is also
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possi bl e that a single nechani smcould sinultaneously satisfy severa
requirenents.

Thi s docunent reflects the consensus of the WMV Di stributed Authoring
and Versioni ng working group (WebDAV) as to the functionality that
shoul d be standardi zed to support distributed authoring and
versioning on the Web. As with any set of requirenents, practica
consi derations may nake it inpossible to satisfy themall. It is the
i ntention of the WbDAV working group to conme as close as possible to
satisfying themin the specifications that nake up the WbDAV

pr ot ocol

2. Rationale

Current Web standards contain functionality which enables the editing
of Web content at a renote |ocation, without direct access to the
storage nedia via an operating system This capability is exploited
by several existing HTM. distributed authoring tools, and by a
growi ng nunber of nmminstream applications (e.g., word processors)
which allow users to wite (publish) their work to an HTTP server. To
date, experience fromthe HTM. authoring tools has shown they are
unable to neet their users’ needs using the facilities of Wb
standards. The consequence of this is either postponed introduction
of distributed authoring capability, or the addition of nonstandard
extensions to the HTTP protocol or other Wb standards. These
extensi ons, developed in isolation, are not interoperable.

O her authoring applications have wanted to access docunent
repositories or version control systems through Wb gateways, and
have been simlarly frustrated. Were this access is available at

all, it is through nonstandard extensions to HTTP or other standards
that force clients to use a different interface for each vendor’s
servi ce.

Thi s docunment describes requirenents for a set of standard extensions
to HTTP that would allow distributed Wb authoring tools to provide
the functionality their users need by neans of the sane standard
syntax across all conpliant servers. The broad categories of
functionality that need to be standardi zed are:

Properties

Li nks

Locki ng

Reservati ons

Retrieval of Unprocessed Source
Partial Wite

Name Space Mani pul ation

Col I ecti ons
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Ver si oni ng

Vari ant s

Security
Internationalization

3. Term nol ogy

Where there is overlap, usage is intended to be consistent with that
in the HTTP 1.1 specification [HITP].

dient
A program whi ch i ssues HTTP requests and accepts responses.

Col |l ection
A collection is a resource that contains other resources, either
directly or by reference.

Di stributed Authoring Too
A program whi ch can retrieve a source entity via HTTP, allow
editing of this entity, and then save/publish this entity to a
server using HTTP.

Entity
The information transferred in a request or response.

Hi erarchi cal Collection
A hierarchical organization of resources. A hierarchica
collection is a resource that contains other resources,
including collections, either directly or by reference.

Li nk
A typed connection between two or nobre resources.

Lock
A mechani sm for preventing anyone other than the owner of the
| ock from accessing a resource.

Menmber of Version G aph
A resource that is a node in a version graph, and so is derived
fromthe resources that precede it in the graph, and is the
basis of those that succeed it.

Property
Named descriptive information about a resource.

Reservati on
A declaration that one intends to edit a resource.
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Resour ce
A network data object or service that can be identified by a
URI .

Server
A program whi ch recei ves and responds to HTTP requests.

User Agent
The client that initiates a request.

Vari ant
A representation of a resource. A resource nmay have one or nore
representations associated with it at any given tine.

Ver si on G aph
A directed acyclic graph with resources as its nodes, where each
node is derived fromits predecessor(s).

Wite Lock
A lock that prevents anyone except its owner from nodifying the
resource it applies to.

4. Ceneral Principles
This section describes a set of general principles that the WbDAV
ext ensions should follow. These principles cut across categories of
functionality.

4.1. User Agent Interoperability
Al'l WebDAV clients should be able to work with any WebDAV- conpl i ant
HTTP server. It is acceptable for sone client/server conbinations to
provi de special features that are not universally avail able, but the
prot ocol should be sufficient that a basic level of functionality
wi || be universal

4.2, Cdient Sinplicity

The WebDAV ext ensi ons shoul d be designed to allow client
i npl enentations to be sinple.
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4.3. Legacy Cient Support

It should be possible to inplenment a WebDAV- conpliant server in such
a way that it can interoperate with non-WbDAV clients. Such a
server would be able to understand any valid HTTP 1.1 request from an
ordinary Wb client w thout WebDAV extensions, and to provide a valid
HTTP 1.1 response that does not require the client to understand the
ext ensi ons.

4.4. Data Format Conpatibility

WebDAV- conpl i ant servers should be able to work with existing
resources and URIs [URL]. Special additional information should not
becone a mandatory part of docunent fornats.

4.5. Replicated, Distributed Systens

Distribution and replication are at the heart of the Internet. Al
WebDAV ext ensi ons shoul d be designed to allow for distribution and
replication. Version trees should be able to be split across
multiple servers. Collections may have nenbers on different servers.
Any resource may be cached or replicated for nobile conmputing or

ot her reasons. Consequently, the WDbDAV extensions nmust be able to
operate in a distributed, replicated environnent.

4.6 Parsinony in dient-Server |Interactions

The WebDAV ext ensi ons should keep to a mini numthe nunber of

i nteractions between the client and the server needed to perform
common functions. For exanple, publishing a docunent to the Wb will
of ten nean publishing content together with related properties. A
client may often need to find out what version graph a particul ar
resource belongs to, or to find out which resource in a version graph
is the published one. The extensions should make it possible to do
these things efficiently.

4.7. Changes to HTTP

WebDAV adds a nunber of new types of objects to the Web: properties,
col l ections, version graphs, etc. Existing HITP nethods such as
DELETE and PUT will have to operate in well-defined ways in this
expanded environment. WDbDAV should explicitly address not only new
met hods, headers, and M ME types, but also any required changes to
t he existing HTTP nmet hods and headers.
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4.8. Alternate Transport Mechani sns

It may be desirable to transport WebDAV requests and responses by

ot her nechani sns, particularly EMail, in addition to HTTP. The
WebDAV protocol specification should not preclude a future body from
devel oping an interoperability specification for disconnected
operation via EMail.

5. Requirenents

In the requirement descriptions below, the requirenment will be
stated, followed by its rationale.

5.1. Properties
5.1.1. Functional Requirenents

It nust be possible to create, nodify, read and delete arbitrary
properties on resources of any nedia type.

5.1.2. Rationale

Properties describe resources of any nedia type. They may include
bi bl i ographic infornmation such as author, title, publisher, and

subj ect, constraints on usage, PICS ratings, etc. These properties
have nmany uses, such as supporting searches on property val ues,
enforcing copyrights, and the creation of catalog entries as

pl acehol ders for objects which are not available in electronic form
or which will be available later.

5.2. Links
5.2.1. Functional Requirenents

It nmust be possible to create, nodify, read and delete typed |inks
bet ween resources of any nedia type.

5.2.2. Rationale

One type of link between resources is the hypertext link, which is
browsabl e using a hypertext style point-and-click user interface.

Li nks, whether they are browsabl e hypertext links, or sinply a neans
of capturing a relationship between resources, have many purposes.

Li nks can support pushbutton printing of a nmulti-resource docurment in
a prescribed order, junping to the access control page for a
resource, and quick browsing of related information, such as a table
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of contents, an index, a glossary, a bibliographic record, help
pages, etc. Wiile Iink support is provided by the HTM. "LINK"
element, this is limted only to HTM. resources [HTM.]. Sinilar
support is needed for bitmap inage types, and other non-HTM. nedia
types.

5. 3. Locking
5.3.1. General Principles

5.3.1.1. Independence of locks. It nust be possible to |lock a
resource without perfornming an additional retrieval of the resource,
and without commtting to editing the resource.

5.3.1.2. Milti-Resource Locking. It must be possible to take out a
Il ock on multiple resources residing on the same server in a single
action, and this |ocking operation nust be atom c across these
resour ces

5.3.2. Functional Requirenents

5.3.2.1. Wite Locks. It nust be possible to restrict nodification of
a resource to a specific person.

5.3.2.2. Lock Query. It nust be possible to find out whether a given
resource has any active locks, and if so, who holds those | ocks.

5.3.2.3. Unlock. It nust be possible to renove a | ock
5.3.3. Rationale

At present, the Wb provides limted support for preventing two or
nore people fromoverwiting each other’s nodifications when they
save to a given URI. Furthernore, there is no way to discover whether
sonmeone else is currently making nodifications to a resource. This is
known as the "lost update problem"™ or the "overwite problem" Since
there can be significant cost associated with discovering and
repairing lost nodifications, preventing this problemis crucial for
supporting distributed authoring. A wite |lock ensures that only one
person may nodify a resource, preventing overwites. Furthernore,

| ocki ng support is a key conponent of many versioning schenes, a
desirabl e capability for distributed authoring.

An author may wish to lock an entire web of resources even though he
is editing just a single resource, to keep the other resources from

changing. In this way, an author can ensure that if a l|ocal hypertext
web is consistent in his distributed authoring tool, it will then be
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consi stent when he wites it to the server. Because of this, it
shoul d be possible to take out a lock wi thout al so causing
transni ssion of the contents of a resource.

It is often necessary to guarantee that a |ock or unlock operation
occurs at the same tine across nultiple resources, a feature which is
supported by the nultiple-resource |ocking requirenent. This is
useful for preventing a collision between two people trying to
establish | ocks on the same set of resources, since with multi-
resource | ocking, one of the two people will get a lock. If this sane
mul ti pl e-resource | ocking scenario was repeated by using atom c | ock
operations iterated across the resources, the result would be a
splitting of the | ocks between the two people, based on resource
ordering and race conditions.

5.4. Reservations
5.4.1. Functional Requirenents

5.4.1.1. Reserve. It nust be possible for a principal to register
with the server an intent to edit a given resource, so that other
principals can di scover who intends to edit the resource.

5.4.1.2. Reservation Query. It nust be possible to find out whether a
gi ven resource has any active reservations, and if so, who currently
hol ds reservations.

5.4.1.3. Release Reservation. It nust be possible to rel ease the
reservation.

5.4.2. Rationale

Experience from configurati on managenent systens has shown t hat
peopl e need to know when they are about to enter a parallel editing
situation. Once notified, they either decide not to edit in parallel
with the other authors, or they use out-of-band conmunication (face-
to-face, tel ephone, etc.) to coordinate their editing to nmininmze the
difficulty of nerging their results. Reservations are separate from

| ocking, since a wite |ock does not necessarily inply a resource
will be edited, and a reservation does not carry with it any access
restrictions. This capability supports versioning, since a check-out
typically involves taking out a wite |Iock, making a reservation, and
getting the resource to be edited.
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5.5. Retrieval of Unprocessed Source for Editing
5.5.1. Functional Requirenent

The source of any given resource nust be retrievable by any principa
with authorization to edit the resource.

5.5.2. Rationale

There are many cases where the source stored on a server does not
correspond to the actual entity transmitted in response to an HITP
GET. Current known cases are server side include directives, and
Standard Generalized Markup Language (SGW.) source which is converted
on the fly to HyperText Markup Language (HTM.) [HTM.] out put

entities. There are many possi bl e cases, such as automatic conversion
of bitmap images into several variant bitmap nedia types (e.g. QF,
JPEG), and automatic conversion of an application' s native nedia type
into HTML. As an exanple of this |ast case, a word processor could
store its native nedia type on a server which automatically converts
it to HTM.. A CET of this resource would retrieve the HTML

Retrieving the source would retrieve the word processor native
format.

5.6. Partial Wite.
5.6. 1. Functional Requirenent

After editing a resource, it nust be possible to wite only the
changes to the resource, rather than retransmtting the entire
resource.

5.6.2. Rationale

During distributed editing which occurs over w de geographic
separations and/or over |ow bandw dth connections, it is extrenely
inefficient and frustrating to rewite a large resource after m nor
changes, such as a one-character spelling correction. Support is
needed for transnmitting "insert" (e.g., add this sentence in the

nm ddl e of a docunent) and "delete" (e.g. renove this paragraph from
the m ddl e of a document) style updates. Support for partial resource
updates will make snmall edits nore efficient, and all ow distributed
authoring tools to scale up for editing | arge docunents.
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5.7. Nanme Space Mani pul ation
5.7.1. Copy
5.7.1.1. Functional Requirenents

It nust be possible to duplicate a resource without a client |oading,
then resaving the resource. After the copy operation, a nodification
to either resource nust not cause a nodification to the other

5.7.1.2. Rationale

There are many reasons why a resource mght need to be dupli cated,
such as changi ng ownership, preparing for major nodifications, or
maki ng a backup. Due to network costs associated with | oadi ng and
saving a resource, it is far preferable to have a server performa
resource copy than a client.

5.7.2. Move/ Renane
5.7.2.1. Functional Requirenents

It nmust be possible to change the |ocation of a resource w thout a
client loading, then resaving the resource under a different nane.
After the nove operation, it nust no |onger be possible to access the
resource at its original |ocation

5.7.2.2. Rational e

It is often necessary to change the nane of a resource, for exanple
due to adoption of a new nam ng convention, or if a typing error was
made entering the nane originally. Due to network costs, it is
undesirable to performthis operation by |oading, then resaving the
resource, followed by a delete of the old resource. Sinilarly, a
single rename operation is nore efficient than a copy foll owed by a
del ete operation. Note that noving a resource is considered the sanme
function as renam ng a resource.

5.8. Collections

A collection is a resource that is a container for other resources,
i ncluding other collections. A resource nay belong to a collection

either directly or by reference. |f a resource belongs to a
collection directly, name space operations |ike copy, nove, and
delete applied to the collection also apply to the resource. If a

resource belongs to a collection by reference, nane space operations
applied to the collection affect only the reference, not the resource
itself.
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5.8. 1. Functional Requirenents

5.8.1.1. List Collection. Alisting of all resources in a specific
col l ection must be accessi bl e.

5.8.1.2. Make Collection. It nust be possible to create a new
col I ection.

5.8.1.3. Add to Collection. It nust be possible to add a resource to
a collection directly or by reference.

5.8.1.4. Renove fromCollection. It nust be possible to renpove a
resource froma collection

5.8.2. Rationale

In [URL] it states that, "some URL schenes (such as the ftp, http,
and file schenes) contain names that can be considered hierarchical."
Especially for HTTP servers which directly map all or part of their
URL name space into a filesystem it is very useful to get a listing
of all resources located at a particular hierarchy level. This
functionality supports "Save As..." dial og boxes, which provide a
listing of the entities at a current hierarchy level, and all ow

navi gation through the hierarchy. It also supports the creation of
graphi cal visualizations (typically as a network) of the hypertext
structure anong the entities at a hierarchy level, or set of |evels.
It also supports a tree visualization of the entities and their

hi erarchy | evel s.

In addition, docunent nmanagenent systens may want to nmake their
docunents accessi ble through the Web. They typically allow the
organi zation of docunents into collections, and so al so want their
users to be able to view the collection hierarchy through the Wb

There are many instances where there is not a strong correlation
between a URL hierarchy level and the notion of a collection. One
exanple is a server in which the URL hierarchy level maps to a
conmput ati onal process which perforns sone resolution on the nanme. In
this case, the contents of the URL hierarchy | evel can vary depending
on the input to the conputation, and the nunber of resources

accessi ble via the conputation can be very large. It does not make
sense to inplenent a directory feature for such a nane space.

However, the utility of listing the contents of those URL hierarchy

| evel s which do correspond to collections, such as the | arge nunber
of HITP servers which map their nane space to a fil esystem argue for
the inclusion of this capability, despite not being meaningful in all
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cases. If listing the contents of a URL hierarchy |evel does not
makes sense for a particular URL, then a "405 Method Not Al | owed"
status code coul d be issued.

The ability to create collections to hold related resources supports
managenent of a nane space by packaging its nenbers into snall
related clusters. The utility of this capability is denbnstrated by
the broad inplenmentation of directories in recent operating systens.
The ability to create a collection also supports the creation of
"Save As..." dialog boxes with "New Level/Fol der/Directory"
capability, conmmon in many applications.

5.9. Versioning
5.9.1. Background and GCeneral Principles

5.9.1.1. Stability of versions. Mst versioning systens are intended
to provide an accurate record of the history of evolution of a
docunent. This accuracy is ensured by the fact that a version
eventual ly beconmes "frozen" and i mmutable. Once a version is frozen
further changes will create new versions rather than nodifying the
original. In order for caching and persistent references to be
properly maintained, a client nmust be able to determine that a
versi on has been frozen. Any successful attenpt to retrieve a frozen
version of a resource will always retrieve exactly the sane content,
or return an error if that version (or the resource itself) is no

| onger avail abl e.

5.9.1.2. Operations for Creating New Versions. \Version nmanagenent
systens vary greatly in the operations they require, the order of the
operations, and how they are conbined into atonmic functions. 1In the
nost conpl ete cases, the |ogical operations involved are:

Reserve existing version

Lock existing version

Retrieve existing version

Request or suggest identifier for new version
Wite new version

Rel ease | ock

Rel ease reservation

OO0OO0OO0OO0OO0OOo

Wth the exception of requesting a new version identifier, all of

t hese operations have applications outside of versioning and are
either already part of HITP or are discussed in earlier sections of
these requirenents. Typically, versioning systens conbi ne
reservation, locking, and retrieval -- or sonme subset of these --
into an atom c checkout function. They conbine witing, releasing
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the I ock, and releasing the reservation -- or sone subset of these --
into an atomic checkin function. The new version identifier may be
assigned either at checkout or at checkin.

The WebDAV ext ensions nust find sonme bal ance between all ow ng
versioning servers to adopt whatever policies they wish with regard
to these operations and enforcing enough uniformty to keep client

i mpl ement ati ons sinpl e.

5.9.1.3. The Versioning Mddel. Each version typically stands in a
"derived fronf relationship to its predecessor(s). It is possible to
derive several different versions froma single version (branching),
and to derive a single version fromseveral versions (nerging).
Consequently, the collection of related versions forms a directed

acyclic graph. In the follow ng discussion, this graph will be
called a "version graph". Each node of this graph is a "version" or
"menber of the version graph”. The arcs of the graph capture the

"derived front rel ationships

It is also possible for a single resource to participate in nultiple
versi on graphs.

The WebDAV ext ensi ons shoul d support this versioning nodel, though
particular servers nmay restrict it in various ways.

5.9.1.4. Versioning Policies. Many witers, including Feiler [CM and
Haake and Hicks [VSE], have discussed the notion of versioning styles
(referred to here as versioning policies, to reflect the nature of
client/server interaction) as one way to think about the different
policies that versioning systens inplenent. Versioning policies

i ncl ude deci sions on the shape of version histories (linear or
branched), the granularity of change tracking, |ocking requirenents
made by a server, etc. The protocol should clearly identify the
policies that it dictates and the policies that are left up to
versioning systeminpl enmentors or admni strators.

5.9.1.5. It is possible to version resources of any nedia type.
5.9.2. Functional Requirenents

5.9.2.1. Referring to a version graph. There nust be a way to refer
to a version graph as a whol e.

Some queries and operations apply, not to any one nenber of a version
graph, but to the version graph as a whole. For exanple, a client
may request that an entire graph be noved, or may ask for a version
history. In these cases, a way to refer to the whole version graph is
required.
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5.9.2.2. Referring to a specific nenber of a version graph. There
nmust be a way to refer to each nenber of a version graph. This neans
that each nmenber of the graph is itself a resource

Each nenber of a version graph nust be a resource if it is to be
possi ble for a hypertext link to refer to specific version of a page,
or for a client to request a specific version of a docunent for
editing.

5.9.2.3. Aclient nmust be able to deternine whether a resource is a
version graph, or whether a resource is itself a menber of a version
gr aph.

A resource nmay be a sinple, non-versioned resource, or it may be a
version graph, or it may be a nmenber of a version graph. A client
needs to be able to tell which sort of resource it is accessing.

5.9.2.4. There nust be a way to refer to a server-defined default
menber of a version graph

The server should return a default version of a resource for requests
that ask for the default version, as well as for requests where no
specific version information is provided. This is one of the sinplest
ways to guarantee non-versioning client conpatibility. This does not
rule out the possibility of a server returning an error when no
sensi bl e default exists.

It may al so be desirable to be able to refer to other special nenbers
of a version graph. For exanple, there may be a current version for
editing that is different fromthe default version. For a graph with
several branches, it may be useful to be able to request the tip
version of any branch.

5.9.2.5. It nust be possible, given a reference to a nmenber of a
version graph, to find out which version graph(s) that resource
bel ongs to.

This nakes it possible to understand the versioning context of the
resource. It nmakes it possible to retrieve a version history for the
graphs to which it belongs, and to browse the version graph. It also
supports some conparison operations: It makes it possible to

det erm ne whether two references designate nenbers of the sane
versi on graph

5.9.2.6. Navigation of a version graph. Gven a reference to a

menber of a version graph, it nmust be possible to discover and access
the follow ng rel ated menbers of the version graph
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root nenber of the graph
predecessor nenber (s)
successor nenber (s)

default nmenmber of the graph

O oO0O0Oo

It nust be possible in sonme way for a versioning client to access
versions related to a resource currently being exam ned.

5.9.2.7. Version Topol ogy. There nust be a way to retrieve the

conpl ete version topology for a version graph, including information
about all menbers of the version graph. The format for this

i nformation nust be standardi zed so that the basic information can be
used by all clients. Other specialized formats should be
accomodat ed, for servers and clients that require information that
cannot be included in the standard topol ogy.

5.9.2.8. Aclient nmust be able to propose a version identifier to be
used for a new nenber of a version graph. The server nmay refuse to
use the client’s suggested version identifier. The server should
tell the client what version identifier it has assigned to the new
nmenber of the version graph.

5.9.2.9. Aversion identifier nust be unique across a version graph

5.9.2.10. Aclient nust be able to supply version-specific properties
to be associated with a new menber of a version graph. (See Section
5.1 "Properties" above.) At a mininum it nust be possible to

associ ate conments with the new nmenber, expl ai ni ng what changes were
made.

5.9.2.11. Aclient nust be able to query the server for infornation
about a version tree, including which versions are | ocked, which are
reserved for editing, and by whom (Session Tracking).

5.9.3. Rationale

Versioning in the context of the world-wi de web offers a variety of
benefits:

It provides infrastructure for efficient and controll ed managenent of
| arge evolving web sites. Mddern configuration managenent systens are
built on sone formof repository that can track the revision history
of individual resources, and provide the higher-level tools to nmanage
t hose saved versions. Basic versioning capabilities are required to
support such systens.
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It allows parallel devel opnent and update of single resources. Since
versi oni ng systens regi ster change by creating new objects, they
enabl e sinultaneous wite access by allowi ng the creation of variant
versions. Many al so provide nerge support to ease the reverse
operati on.

It provides a framework for coordi nati ng changes to resources. Wile
specifics vary, nost systens provide sone nethod of controlling or
tracki ng access to enable coll aborative resource devel oprent.

It allows browsing through past and alternative versions of a
resource. Frequently the nodification and authorship history of a
resource is critical information in itself.

It provides stable nanes that can support externally stored |inks for
annotation and |ink-server support. Both annotation and |ink servers
frequently need to store stable references to portions of resources
that are not under their direct control. By providing stable states
of resources, version control systens allow not only stable pointers
into those resources, but also well-defined methods to determ ne the
rel ati onshi ps of those states of a resource.

It allows explicit semantic representation of single resources wth
multiple states. A versioning systemdirectly represents the fact
that a resource has an explicit history, and a persistent identity
across the various states it has had during the course of that

hi story.

5.10. Variants

Detailed requirenents for variants will be developed in a separate
docunent .

5.10.1. Functional Requirenents

It nust be possible to send variants to the server, describing the
rel ati onshi ps between the variants and their parent resource. In
addition, it nmust be possible to wite and retrieve variants of
property | abels, property descriptions, and property val ues.

5.10. 2. Rational e

The HTTP working group is addressing problens of content negotiation
and retrieval of variants of a resource. To extend this work to an
aut hori ng environnent, WEBDAV nust standardi ze nmechani sns for authors
to use when subnmitting variants to a server. Authors need to be able
to provide variants in different file or docunent formats, for

di fferent uses. They need to provide variants optimzed for different
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clients and for different output devices. They need to be able to
provide variants in different |anguages in the internationa
environnent of the Web. In support of internationalization

requi renents (See 5.12 below), variants need to be supported not just
for the content of resources, but for any information intended for
human use, such as property val ues, |abels, and descriptions.

5.11. Security

5.11.1. Authentication. The WbDAV specification should state how the
WebDAV extensions interoperate with existing authentication schenes,
and shoul d make recommendati ons for using those schenes.

5.11.2. Access Control. Access control requirenents are specified in
a separate access control work in progress [AC

5.11.3. Interoperability with Security Protocols. The WebDAV
specification nust provide a mininmal list of security protocols which
any conpliant server / client nust support. These protocols should
insure the authenticity of nessages and the privacy and integrity of
nmessages in transit.

5.12. Internationalization
5.12.1. Character Sets and Languages

Since Wb distributed authoring occurs in a nulti-Ilingua

environnment, information intended for user conprehension nmust conform
to the I ETF Character Set Policy [CHAR]. This policy addresses
character sets and encodi ngs, and | anguage taggi ng.

5.12.2. Rationale

In the international environment of the Internet, it is inportant to
insure that any information intended for user conprehension can be
displayed in a witing systemand | anguage agreeable to both the
client and the server. The information enconpassed by this

requi renent includes not only the content of resources, but also such
things as display nanmes and descriptions of properties, property

val ues, and status nessages.
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Thi s docunent and translations of it nmay be copied and furnished to
others, and derivative works that comment on or otherwi se explain it
or assist in its inplenentation may be prepared, copied, published
and distributed, in whole or in part, w thout restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into | anguages other than
Engl i sh.

The linited perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
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HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
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