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SNVP over | PX
Status of this Meno

This RFC specifies an | AB standards track protocol for the Internet
community, and requests discussion and suggestions for inprovenents.
Pl ease refer to the current edition of the "I AB Oficial Protoco

St andards" for the standardi zation state and status of this protocol.
Distribution of this nenp is unlinited.

Abst r act

Thi s docunent defines a convention for encapsul ati ng Si npl e Network
Managenment Protocol (SNWP) [1] packets over the transport nechani sm
provi ded via the Internetwork Packet Exchange (1PX) protocol [2].

1. Introduction

The Sinple Network Managenent Protocol (SNWP) as defined in [1] is
now used as an integral part of the network managenent framework for
TCP/ 1 P-based internets. Together with its conpani on standards, which
define the Structure of Managenent Information (SM) [3,4], and the
Managenment | nformati on Base (MB) [5], the SNWP has received

wi despread depl oynent in many operational networks running the
Internet suite of protocols.

The success of SNWP in the TCP/IP environment has led to its

depl oynent in non TCP/IP-based internets. This specification

descri bes the mappi ng of SNVP onto the |Internetwork Packet Exchange
(I1PX) protocol [2] used in Novell NetWre environnents.

As noted in [6], the preferred mapping for SNVP is onto UDP [7]. As
such, this specification is intended for use in environnments where
UDP transport is not available. No aspect of this specification
shoul d be construed as a suggestion that, in a heterogeneous
transport environnment, a nmanaged agent shoul d support nore than one
mappi ng. Conversely, management stations are strongly encouraged to
support mappi ngs of SNWMP onto all popul ar transports.

2. Mapping SNWP onto | PX

Mappi ng SNVP onto IPX is straight-forward since | PX provides a
dat agram service very sinmlar to that provided by | P/ UDP
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Al t hough nodifications have been nade el sewhere in the NetWare
protocol suite, IPXis identical to the Xerox |Internet Datagram
Protocol (IDP) [8]. The socket address space authority is
adm ni stered by Novell.

SNWP packets will always set the Packet Type field in the | PX header
to 4 (i.e., Packet Exchange Packet).

2.1 Socket Assignments

SNMP protocol entities will receive Get Request-PDU, CetNextRequest-
PDU, and Set Request-PDU nessages on socket 36879 (Destination Socket
field set to hexadeci mal 900F), and Trap-PDU nessages on socket 36880
(Destination Socket field set to hexadeci mal 9010).

CGet Response- PDU nessages will be addressed to the | PX address and
socket from which the correspondi ng Get Request - PDU, Cet Next Request -
PDU, or Set Request-PDU ori gi nat ed.

2.2 Traps

When SNMP traps are sent over |PX, the agent-addr field in the Trap-
PDU contains the I P-address "0.0.0.0". An SNVP manager may ascertain
the source of the trap based on infornmation provided by the transport
service

2.3 Maxi num Message Size

Al t hough SNMP does not require conformant inplenmentations to accept
nmessages whose | ength exceeds 484 bytes, it is recomended that

i mpl enent ati ons support a naxi num SNVP nessage size of 546 bytes (the
maxi mum si ze al |l omwed under IPX). Furthernore, this limt is the
maxi mum packet | ength guaranteed to traverse | PX routers which do not
provi de fragnentation. |Inplenmentors may choose to use | onger packet
lengths if the maxi mumis known, which depends on the internediate
routers and/or internediate datalink |layer protocols.

3. Docurent Procurenment

This section provides contact points for procurenent of selected
docunents.

A conpl ete description of | PX nay be secured at the follow ng
addr ess:
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Novel |, Inc.

122 East 1700 South
P. O Box 5900

Provo, Utah 84601 USA
800 526 5463

Novel | Part # 883-000780-001
The specification for IDP (part of XNS) nay be ordered from

Xerox Systemlnstitute
475 Qaknead Par kway
Sunnyval e, CA 94086
Attn.: Fonda Pall one
(415) 813-7164
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6. Security Considerations
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