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Abstract

Wth the depl oynent of centralized control, the traffic scheduling
can be easier to acconplish with PathlD carried in the data plane. A
Pat hl D used to indicate a flow through a forwardi ng path which is not
the default shortest path. It is encapsulated in the packet at the

i ngress node, carried to indicate the forwarding at the transit node
and decapsul ated at the egress node.

Thi s docunent descri bes how to acconplish flexible forwarding wth
PathID in traffic scheduling.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I1ETF). Note that other groups nay al so distribute
wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi mnum of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft wll expire on June 26, 2016.
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docunment authors. Al rights reserved.

This docunent is subject to BCP 78 and the I ETF Trust’s Legal
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided wi thout warranty as
described in the Sinplified BSD License.
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1. I nt roducti on

By the depl oynent of centralized control, the traffic scheduling is
becom ng nore and nore inportant. Conbining with the centralized
control and the provision of dynamc route learning in current

devi ce, we propose a nmethod using PathlD to indicate how to schedul e
the traffic. Wth this nmethod, the controller under pure SDN is not
required to sent update forwardi ng nmessage to every forwardi ng device
frequently, so that reduce the conplexity of the controller, and nake
t he scheduling be easier.

This draft proposes a nethod by identifying a pathlID to a specified
path, and carrying the pathlD in the header of frames and forwarding
the frames along the specified path. The PathIDis an ID used to
identify a Path which needs to be explicitly specified when franes
transit fromsource to destination. It neans when the franmes are not
transit on the default shortest path ( such as cal cul ated by SPF OR
CSPF algorithm), the non-default path specified by the operator or
controller is identified by a pathlD

The pathlD is encapsulated in the packet at the ingress node, carried
to indicate the forwarding at the transit node and decapsul ated at
the egress node. To get it, PathlD status al so needs to be

mai ntained in the internediate forwardi ng node. But when the
appl i cation changes the path, the controller needs to re-calculate a
new dedi cated path, and assign the old PID or a new PIDto this path
and send the mapping information of the PID and the path to all the
nodes on the new path. Every node needs to update or generate the
forwardi ng entry according to the mapping information received.
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Wth this nmethod, the controller needn’'t control all the nodes for
their forwarding entry separately, but only needs to send the sane
mappi ng i nformation to all the nodes.

2. Conventi ons and Abbrevi ati ons

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [ RFC2119]

The follow ng notations and abbreviations are used throughout this
draft.

PID: Path lIdentifier, a specified path or a non-default path is
identified by a Path ID (PID). The PID nay be an unused | abel or an
unused i pv4 address or an unused ipv6 address. |If the forwarding
table for PIDis an isolated table, the PID could be any | ength

val ue, no matter it is used or not.

3. Solution Overview

In this docunment, we define the Path Identifier (PID) and a new type
of Ether Header. The path calculating and traffic scheduling are al
managed by a centralized node(controller).

1. Controller calculates a best dedicated path (non-default path)
that nmeets all the requirenents according to the application, and
assign a PID to the corresponding path. Controller take the
responsibility of the managenent, assignnent, distribution and relaim
of the PID.

2. Controller sends the mapping information between PID and the
dedi cated path to all the nodes on the path.

3. The node receives the mapping informati on and generates the
forwardi ng entry.

4. The ingress node needs to encapsulate the traffic with PID so
that the traffic can be forwarded al one the dedicate path and then
the egress node will de-capsulate the traffic.

4. Control plane

In the depl oynent of centralized control scenario, the controller
obtains the topol ogy of the network. And the controller calcul ates
di fferent specified path based on different service requirenment as
policy control needed. Then the controller allocates an PID for a
non-default path and sends the mappi ng nessage of the PID and all the
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addresses of nodes or links on this path to all the nodes on this
path. Wen the nodes receives the mappi ng nessage, it generates a
forwarding itemof the PID, and in the item the egress-interface and
next hop of the PIDis the egress-interface and nexthop of the next
hop of itself on this path of itself.

The details shown as in the figure 1.
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Figure 1 Scenario 1
o The controller has the topology as figure 1 shown.

o The controller calculates a path fromRlL to R1O that nust forward
step to step as {Rl, R2, R4, R3, R5, R6, R3, R7, RO, and R10}

o The controller allocates an unused PI D 10010(an unused | abel for
exanple) to identify the path {Rl, R2, R4, R3, R5, R6, R8, R7, R9,
and R10}.

o The controller sends the nappi ng nessage about (PID) 10010 to the
path {Rl, R2, R4, R3, R5, R6, R8, R7, R9, and R10(the | oopback
address may used to identify the nodes)} to all the nodes on the
pat h.

o Each node (R1-R10) receives the mappi ng nmessage, generates a
forwarding itemof the PID. Take R4 for exanple, R4 |earns the
mappi ng nmessage, and it knows the next hop of itself on this path is
R3, then it | ooks up the forwarding table, and finds that the nexthop
and egress-interface to R3 is the link and adjacency to R3, so it
generates the next hop and egress-interface to the PIDis the link
and adj acency to RS.
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5.

5.

Dat a pl ane

A flow needs to transit on this path with the PID encapsul ated in the
header. Wen the forwarding table about PIDis a new table, the PID

header could be a new type of Ether Header. Wen PIDis a |label or a
| Pv4 addres or | Pv6 address that is conpatible to the existing

encapsul ation, the PID nust be a new global |abel or IP address. |If
it is a 20 bits lebal, the PID can al so be encapsul ated at the outer
| ayer of the label layer. |If it is an |IP address, the ingress node

and egress node could take a mapping action, that is on the ingress
node, mapping the destination address to PID, and on the egress node,
mappi ng the PID to destination address.

1. A new type of Ether Header

A new type( TBD,to be assigned by I ANA) of Ether Headers is shown in
the figure 2 for exanple. The ingress node could encapsul ate franes
with PID carried

0 1 2 3
01234567890123456789012345678901
B i m s i i I o S i e i i T s i ST S S S
TYPE | Len | NHeader| ENTROPY |
i T T el T o i i I S S e S i (I S S e i e I ST S R R
PID (veriable | ength) |
T i o T T i T i S S i T 2

+-
I
+-
I
+-

Figure 2 A new type of Ether Header

o TYPE: 4-bit. To identify the PIDtype is a |abel or an ipvéd
addresses or an ipv6 addresses or other.

0 NHeader: 4-bit. Identifies the type of payload i mediately
followng the PID Header. The field may take any of the follow ng
val ues:

1: MPLS packet with downstream assigned | abel at top of stack. 2:
MPLS packet with upstream assigned | abel at top of stack (see

[ RFC5331]). If this value of the Proto field is used, the | bit MJST
be set, and the BFR-id of the BFIR nust be placed in the BFIRid
field. The BFIR-id provides the "context" in which the upstream
assigned label is interpreted. 3: Ethernet frane. 4: |Pv4 packet.

6: | Pv6 packet.

o Len: 4-bit unsigned integer, is the length of the PID header in
8-octet units, not including the first 4 octets.
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o ENTROPY: This 20-bit field specifies an "entropy" value that can be
used for | oad bal anci ng purposes. The BIER forwardi ng process may do
equal cost | oad bal anci ng, but the | oad bal anci ng procedure MJST
choose the same path for any two packets have the sane entropy val ue

o PID: The PID assigned to the path, it could be a | abel or an ipv4d
addresses or an ipv6 addresses or other length to identify the path.
If the forwarding table for pathIDis an isolated table, the pathlD
could be any length value, no matter it is used or not.
6. Security Considerations
TBD.
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